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Preface
Purpose
a. The purpose of this directive is to provide the accepted standard for quality management requirements that is used, in whole or in part, to ensure the effective and consistent implementation of quality assurance programs for NASA’s missions. 
b. NASA programs and projects managed in accordance with NPR 7120.5, NASA Space Flight Program and Project Management Requirements, select their unique set of quality assurance requirements from those established herein using selections based on their crew safety, technical, regulatory, programmatic objectives, and objectives imposed by other stakeholders (e.g., “do no harm”).  NPR 8715.3, NASA General Safety Program Requirements, defines requirements for Safety and Mission Assurance (SMA) Technical Authority (TA) review, concurrence, and/or approval of proposed requirements tailoring.  NPR 8705.4, Risk Classification for NASA Payloads suggests tailoring approaches by mission risk classification for NPR 7120.5 missions.  NASA Mission Directorates may provide tailoring requirements and guidelines applicable to their missions (e.g., HEOMD-003, Crewed Deep Space Systems Certification Requirements and Standards for NASA Missions; NPR 7900.3, Aircraft Operations Management). 
c. This directive is organized in mission life-cycle order so that the Mission Directorates, Mission Support Division offices (e.g., Office of Chief Engineer (OCE), Office of Safety and Mission Assurance (OSMA)), NASA Centers, and other interested parties can consistently evaluate quality program execution, maturity, and effectiveness.
d. The activities described herein are generally associated with the quality assurance discipline and depend on quality assurance subject matter expertise for successful implementation.  Some of the activities and requirements herein may be intertwined with the work of other discipline areas (e.g., engineering design, materials engineering, procurement, operations), depending on how the program or project is organized, on a NASA Center’s organizational structure, or on an external supplier’s organizational structure.
e. While a program or project may adopt a particular quality assurance technique or process described herein in their quality plan, it is assumed that they will consider the intent of the requirement or technique and will apply risk-based decision making when determining when to apply that technique on a sample basis, on a 100 percent basis, or based solely on known risk considerations (e.g., quality challenges, technology challenges, supplier past performance).  
f.  Programs and Projects are expected to accept the use of alternate technical standards when they meet or exceed the intents and specifications of the technical standards referenced herein and when doing so is advantageous for mission success.  
g.  NASA research and development projects select requirements herein as needed to satisfy regulatory and “do-no-harm” stakeholders’ objectives and, when programmatically possible, to adopt requirements herein that assure technical objectives (i.e., engineering and science) are met (for additional information, see NPR 7120.8, NASA Research and Technology Program and Project Management Requirements).
h. This directive establishes the requirements used by NASA Centers to establish and maintain a quality management system for developing, manufacturing, or processing mission hardware.
Applicability

This directive is applicable to NASA Headquarters and NASA Centers, including Component Facilities and Technical and Service Support Centers. This language applies to the Jet Propulsion Laboratory (a Federally-Funded Research and Development Center), other contractors, recipients of grants, cooperative agreements, or other agreements only to the extent specified or referenced in the applicable contracts, grants, or agreements.
Note: See 2.4.2 regarding Program Management Offices’ responsibilities for flowing down a collection of quality engineering, quality assurance, and quality management system (QMS) requirements that are appropriately tailored for the mission objectives and that are traceable to the requirements, herein, to non-Government entities who have been assigned project office responsibility (e.g., Federally-Funded Research and Development Centers, universities, and other non-governmental organizations). 
 In this directive, all mandatory actions (i.e., requirements) are denoted by statements containing the term “shall.” The term “may” denotes a discretionary privilege or permission, “can” denotes statements of possibility or capability, “should” denotes a good practice and is recommended but not required, “will” denotes expected outcome, and “are/is” denote descriptive material.
 This directive does not apply to quality assurance functions related to software. See NASA-STD-8739.8, Software Assurance and Software Safety Standard, and NPR 7150.2, NASA Software Engineering Requirements, for software assurance functions.
 This directive does not apply to quality assurance functions related to the acquisition of NASA institutional facilities or to facility maintenance managed in accordance with NPR 7120.7, NASA Information Technology and Institutional Infrastructure Program and Project Management Requirements.

 This directive does not apply to information technology (IT) services including procurements of commercial IT equipment that is not mission hardware.

 In this directive, all document citations are assumed to be the latest version unless otherwise noted.
 In this directive, “Center Director” refers to the Center Directors, to the Executive Director, Headquarters Operations, and to the directors of Component Facilities and Technical and Service Support Centers.

 The requirements enumerated in this directive are applicable to all new programs and projects that are in Formulation Phase as of or after the effective date of this directive. (See NPR 7120.5 for definitions of program phases.)  Programs and projects whose quality assurance program is currently traceable to the previously published NPR 8735.2 may choose to adhere to additional requirements herein.
Authority

 NPD 8700.1, NASA Policy for Safety and Mission Success.

 NPD 8730.5, NASA Quality Assurance Program Policy.
Applicable Documents and Forms
 NPR 2810.1, Security of Information Technology.

 NPR 7120.5, NASA Space Flight Program and Project Management Requirements.

 NPR 7900.3, Aircraft Operations Management.

 NPR 8000.4, Agency Risk Management Procedural Requirements.
 NPR 8735.1, Exchange of Problem Data Using NASA Advisories and the Government-Industry Data Exchange Program (GIDEP).
 NASA-STD-5009, Nondestructive Evaluation Requirements for Fracture Critical Metallic Components.
 NASA-STD-8739.14, NASA Fastener Procurement, Receiving Inspection, and Storage Practices for NASA Mission Hardware.
 NASA-STD-6016, Standard Materials and Processes for Spacecraft.
 NASA-STD-8739.1, Workmanship Standard for Staking and Conformal Coating of Printed Wiring Boards and Electronic Assemblies.

 NASA-STD-8739.4, Crimping, Interconnecting Cables, Harnesses, and Wiring.

 NASA-STD-8739.5, Fiber Optics Terminations, Cable Assemblies, and Installation.

 NASA-STD-8739.6, Implementation Requirements for NASA Workmanship Standards.
NASA-STD-8739.10, Electrical, Electronic, and Electromechanical (EEE) Parts Assurance Standard.

 NASA-STD-8739.12, Metrology and Calibration.
 NASA-STD-8739.14, NASA Fastener Procurement, Receiving Inspection, and Storage Practices for NASA Mission Hardware.
 NF 1430B, Quality Assurance.

 NF 1431, Letter of Acceptance of Contract Administration Delegation.

 NF 1707, Special Approvals and Affirmations of Requisitions.

 ANSI/ESD S20.20-2014, ESD Association Standard for the Development of an Electrostatic Discharge Control Program for Protection of Electrical and Electronic Parts, Assemblies, and Equipment (Excluding Electrically Initiated Explosive Devices).

 NAS 412 Revision 1, Foreign Object Damage/Foreign Object Debris (FOD) Prevention.
 IPC J-STD-001GS, Joint Industry Standard, Space Applications Electronic Hardware Addendum to IPC J-STD-001G Requirements for Soldered Electrical and Electronic Assemblies (Chapter 10 of IPC J-STD-001GS does not apply).

 IPC/WHMA-A-620C-S, Space Applications Electronic Hardware Addendum to IPC/WHMA-A-620C.

 ISO 9001, Fifth Edition, Quality Management Systems – Requirements.

 ISO/IEC 17025:2017, General requirements for the competence of testing and calibration laboratories.
 SAE AS5553C, Counterfeit Electronic Parts; Avoidance, Detection, Mitigation, and Disposition.
 SAE AS6174A, Counterfeit Materiel, Assuring Acquisition of Authentic and Conforming Materiel. 

 SAE AS9003A, Inspection and Test Quality Systems, Requirements for Aviation, Space, and Defense Organizations.

 SAE AS9100D, Quality Management Systems – Requirements for Aviation, Space, and Defense Organizations.

 SAE AS9110C, Quality Maintenance Systems - Aerospace - Requirements for Maintenance Organizations.
 SAE EIA-649-2, Configuration Management Requirements for NASA Enterprises.
 SAE GEIA-STD-0005-1A, Performance Standard for Aerospace and High Performance Electronic Systems Containing Lead-free Solder.
 SAE GEIA-STD-0005-2A, Standard for Mitigating the Effects of Tin Whiskers in Aerospace and High Performance Electronic Systems.
Measurement/Verification

The Centers and the Safety and Mission Assurance (SMA) Technical Authority (TA) continually monitor for compliance with this NPR. Compliance may also be verified as part of selected life-cycle reviews and by assessments, reviews, and audits of the requirements and processes defined within this directive.
Cancellation
NPR 8735.2B, Management of Government Quality Assurance Functions for NASA Contracts, dated August 12, 2013.
Chapter 2. Overview

Chapter 3. Introduction

Chapter 4. This NPR provides the accepted standard for requirements used by programs and projects to establish and execute their quality assurance (QA) programs; hereafter referred to as the Project QA program.  The Project QA program applies management, quality engineering (QE), and QA practices, and technical criteria, to acquisitions, system integrations, and hardware deployments in a manner that enables the project to meet its mission objectives.  The requirements are arranged in the sequence in which QE and QA activities take place within the formulation, planning and analysis, execution, verification, and risk management phases of program or project development (Chapter 4-6). Stand-alone chapters that require additional and more detailed explanation and prescription for contract administration are Chapters 7 and 8.
Chapter 5. Chapter 3 defines requirements for Center quality management systems (QMSs) that are institutional in nature and provide in-house capabilities used by programs and projects for       life-cycle activities named in 1.1.1 above.  The definition for “institutional” provided in NPR 7120.5 applies to the above statement.
Chapter 6. Appendices C through F provide guidance to programs and projects through example text and lists applicable for developing requirements for procurements and for life-cycle reviews.
Chapter 7. When a requirement herein has associated procedures in the Federal Acquisition Regulation (FAR) or the NASA Federal Acquisition Regulation Supplement (NFS), those parts of the FAR and NFS are referenced for information.   These references may also be used to recognize requirements traceability to regulatory objectives. 
Chapter 8. Document Procedure 

Chapter 9. Where there are conflicts between the requirements found in this directive and the technical standards in section P.4, the requirements of this directive take precedence. 
Chapter 10. Tailoring

Chapter 11. NPR 8715.3 provides requirements and guidance for programs and projects that will document and seek approval for requirements tailoring and other risk management decisions. See NPR 8000.4, Risk Management Procedural Requirements, for the roles and responsibilities associated with risk acceptance.
Chapter 12. For programs or projects where mission hardware development, manufacturing, or processing will occur within a NASA Center (i.e., the NASA Center is the supplier) concurrence by the Center SMA Director, or their delegate, is required for requirements tailoring that conflicts with the Center’s SMA policies and/or its QMS. 

Chapter 13. Centers are permitted to tailor the requirements of AS9100D, Quality Management Systems – Requirements for Aviation, Space and Defense Organizations, when establishing their quality management system (see 3.1.3 herein) in order to align the QMS with the type of work performed at the Center and to support actively managed programs and projects.
Chapter 14. For payloads, NPR 8705.4, provides requirements and guidance to programs and projects that seek to tailor the requirements herein to meet programmatic and technical mission objectives when establishing their Project QA Plan.
Chapter 15.  Roles and Responsibilities

Chapter 16. Chief of Safety and Mission Assurance 

Chapter 17. The Chief, SMA is responsible for:

i. Establishing the accepted standard requirements for QA for NASA programs and projects.

j. Designating a Technical Liaison to the Defense Contract Management Agency (DCMA) to:

(1) Assess DCMA’s programmatic and technical performance for assigned QA tasks, across all projects.

(2) Coordinate with the following entities to address and resolve programmatic or technical issues related to Government Contract Quality Assurance (GCQA) functions delegated to DCMA:

(a) DCMA management.
(b) NASA DCMA Center Integrators.
(c) NASA project QA personnel who are assigned the duties of delegating work to DCMA.
(d) Program-level and project-level procurement and resource authorities.
(e) OSMA.
(3) Coordinate with the entities in 2.1.1.b(2) above for generating new work delegations to DCMA, for updating statements of work for delegated tasks, and for generating annual updates to those statements of work and to their associated budgets.
Chapter 18. NASA Center Director

Chapter 19. The NASA Center Director is responsible for:

k.  Providing leadership and resources for the Center’s compliance with the QMS requirements herein.

l.  Providing leadership and resources for compliance with the quality data management requirements herein.
Chapter 20. NASA Center SMA Director

Chapter 21. The NASA Center SMA Director is responsible for ensuring:
(1) Center-level, cross-cutting hardware QE and QA requirements and processes are established within the Center’s QMS for hardware developed, manufactured, and/or processed for projects assigned to the Center.
(2) That leadership roles and responsibilities for Project QA program management are assigned to an individual(s) who is a subject matter expert in the quality engineering and quality assurance disciplines.

(3) That quality subject matter experts are assigned leadership roles for executing the processes associated with defining and delegating GCQA functions to DCMA (see Chapter 8 herein). 
(4) Programs and projects QA program formulation, management, and execution adheres to the Center’s QMS requirements and processes.
(5) That QE and QA discipline support is provided to projects including but not limited to:

(a) QE and QA subject matter experts and appropriately trained and certified QA personnel.

(b) QE and Project QA program strategies that are traceable to those defined herein.

(c) QE and QA procedures.

(d) Cross-discipline experts, as needed, within the SMA domain who provide inputs to the program or project for identifying and managing quality risks (e.g., crew-safety, reliability, software assurance).

Chapter 22. NASA Program or Project Manager

Chapter 23. NASA Program or Project Managers, hereafter referred to as Project Managers, are responsible for:

m.  Establishing a Project QA program and QA program management function that addresses the requirements herein with or without tailoring in order to meet the mission success objectives within the programmatic constraints.

n.  Delivering evidence of Project QA program maturity and execution at life cycle and key decision point (KDP) reviews that is commensurate with the project’s point in their life cycle. See Appendix F for recommended Life-Cycle Review (LCR) criteria and deliverables for Project QA Programs.
o.  Coordinating with the Project QA program management function (see 2.4.1.a) to:

(1) Formulate and execute a Project QA program that maximizes alignment with the responsible NASA Center’s SMA policies and QMS.

(2) Define the requisite programmatic resources required for executing the Project QA Program.

(3) Facilitating cross-discipline collaborations as needed for effective strategy building, planning, QA program execution, and problem solving.

(4) Obtain insight and context about Project QA program strategies, plans, execution results, problem resolution, and risk management.

(5) Obtain quality assurance stakeholder review and concurrence for all procurement products for mission hardware including requests for proposals, contracts, task orders, and purchase orders.  
Note: Engineering and quality assurance stakeholders are part of the internal Government team and their input assures that the requirements flowed to the suppliers via these procurement products are fully traceable to the Project QA Plan and the requirements herein.

p.  Identify and manage QA risks (e.g., product or process nonconformities, supplier quality deficiencies, and technology immaturity obstacles to defining quality controls).

Chapter 24. When there is no NASA Project Management Office, the NASA Program Manager is accountable for the implementation of a QA program for projects not managed by NASA and is responsible for:

q.  Flowing down Project Manager responsibilities and all relevant programmatic and technical requirements herein to the non-NASA project-managing entity through contracts or other partnership agreements.

r.  Ensuring responsibilities and requirements not flowed down to the non-NASA project-managing entity are implemented.

Chapter 25.  NASA Center Quality Management Systems
Chapter 26. General
Chapter 27. As a means of installing the quality controls and verifications required herein into the daily work of NASA Centers and in order to achieve the policy of NPD 8730.5, each NASA Center Director shall implement and maintain a QMS within the Center and within those component facilities for which the Center is directly responsible for, that:

s.  Is comprehensive with respect to the quality controls necessary to meet regulatory, crew safety, property preservation, and mission objectives commonly held by missions assigned to the Center.

t.  Is compliant with AS9100D with exceptions and alternate equivalent approaches documented.

u.  Is readily accessible by Center personnel who are responsible for adhering to the policies, procedures, and practices defined by the QMS.
v.  Includes the following additional processes, procedures, and programs:
(1) Approach used for adherence to NPR 8735.1, Exchange of Problem Data Using NASA Advisories and the Government-Industry Data Exchange Program (GIDEP).
(2) Management and use of supplier audit and assessment data by:

(a) Entering supplier audit and assessment data in the https://sas.nasa.gov database.

(b) Using the data in the https://sas.nasa.gov database as a minimum for analyzing suppliers’ past performance.
(3) A counterfeit avoidance system that adheres to the following technical standards:
(a) SAE AS6174A, Counterfeit Materiel, Assuring Acquisition of Authentic and Conforming Materiel for parts and materials that are not considered to be EEE parts.
(b) AS5553C, Counterfeit Electronic Parts; Avoidance, Detection, Mitigation, and Disposition, for EEE parts.
(4) Electrostatic Discharge (ESD) control in accordance with NASA-STD-8739.6, Implementation Requirements for NASA Workmanship Standards, and ANSI/ESD S20.20-2014, ESD Association Standard for the Development of an Electrostatic Discharge Control Program for Protection of Electrical and Electronic Parts, Assemblies, and Equipment (Excluding Electrically Initiated Explosive Devices).

(5) Metrology and calibration in accordance with NASA-STD-8739.12, Metrology and Calibration.

(6) Fastener QA in accordance with NASA-STD-8739.14, NASA Fastener Procurement, Receiving Inspection, and Storage Practices for NASA Mission Hardware.

(7) Pb-free tin and Pb-free tin alloy control program that adheres to the requirements of 4.3.4.a herein.

(8) Foreign object debris controls that comply with NAS 412 Revision 1, Foreign Object Damage/Foreign Object Debris (FOD) Prevention.
(9) Engagement of the appropriate procurement officer when a Government-accepted item, with a warrantee, has been found to be defective or nonconforming (for additional information, see NFS 1846.770, Administration).
Chapter 28. NASA Center Directors shall establish and maintain crosscutting quality requirements, considered to be of the institutional type, within the Center’s QMS.  For additional information on the definition of institutional requirements, see NPR 7120.5.
Chapter 29. Tailoring of the QMS requirements herein by NASA Centers is permitted for optimizing the QMS for the type of hardware development, manufacturing, and processing work performed at the Center.  SMA Directors shall make the rationale available to second- and third-party auditors for breaks in traceability between the Center’s QMS command media and the QA requirements herein and in AS9100D.  This includes use of alternate, equivalent technical standards.
Chapter 30. NASA Center Directors shall annually inform the Chief, SMA, of the state of the Project QA program at their Center, including performance indicators and risks to the satisfactory implementation of QA responsibilities defined in this NPR.
Chapter 31.  Program and Project Quality Management for Mission Hardware Production 
Chapter 32. Quality Engineering (QE) and Quality Assurance (QA) Planning
Chapter 33. Project Managers shall establish and execute the Project QA program that provides mission success assurance for the defined crew safety, technical, programmatic, regulatory, and other stakeholders’ objectives (e.g., do-no-harm) and that is commensurate with the program’s or project’s risk posture.  Hereafter, these objectives will be referred to as mission success objectives.
Chapter 34. The Project Managers shall develop the QA program that addresses the requirements herein and the following as a minimum: 
w.  For compliance with NPD 8730.5.
x.  Using risk-informed selection and use of the requirements, controls, and practices, herein, that maximize conformance of hardware attributes and process attributes considered to be critical for meeting mission success objectives.  See NPR 8715.3 for the roles and responsibilities associated with requirements tailoring and safety and mission assurance (SMA) technical authority (TA).  
y.  Personnel safety during development as well as during the mission. 
z.  Consideration of relevant quality specifications, controls, and verification methods when managing technology readiness and manufacturability of designs.

aa.  Designs and product selections that consider supplier quality and market availability risks in designs and product selections. 
ab.  Use of appropriate FAR and NFS clauses in contracts and purchase orders that enable effective flow-down of technical requirements and execution of GCQA functions.
ac.  The roles and responsibilities of those who will execute the plan.
Chapter 35. The Project Manager shall:

ad.  Document the project quality program requirements in an SMA plan (SMAP) or a document that is referenced by the SMAP (e.g., mission assurance requirements (MAR) document), hereafter referred to as the Project QA Plan. 

Note: Quality requirements considered to be of the programmatic type, as defined by NPR 7120.5, are usually contained in the program- or project-specific engineering documentation and requirements of the institutional type, as defined by NPR 7120.5, are contained in the SMAP. 

ae.  Provide sufficient detail and organization in project QE and QA documentation to enable contracting officers (CO) and procurement authorities to fully specify the appropriate QA requirements on procurement contracts, task orders, and purchase orders (See 5.1, Requirements Flow-Down).
af.  Obtain concurrence from the Center-level SMA TA for the Project QA program requirements prior to their flow-down to suppliers.

Chapter 36. Critical Items and Processes Determination.  Project Managers shall:
ag. Manage criticality identification by:

(1) Ensuring that the method used to identify critical items and processes are controlled, documented, and communicated to suppliers and personnel responsible for executing the project QA plan (for additional information, see Criteria for use of contract quality requirements, 48 CFR § 46.203).  See Appendix A for the definition of critical.
(2) Flowing down relevant requirements to suppliers when their input is necessary for identifying critical items or processes and associated technical specifications.

(3) Considering the criticality of items and processes used in mission development activities and products (e.g., consumed materials, ground support equipment, launch operations processes, aircraft modifications and maintenance, laboratory evaluation processes, test and verification processes, repair processes). 
Criticality derives from importance with respect to achieving a mission objective (e.g., crew safety, technical (engineering or science), programmatic (cost and schedule), regulatory, other stakeholders’ (hosts’ requirements)) and may be identified incrementally over the mission life cycle.
Disseminating the assigned hardware criticality categorization (e.g., crew-safety-critical, science-critical, regulatory-critical) to project team members and suppliers may be necessary for their understanding of risk ownership and thus context for risk-based decision making.
It is common to classify all mission hardware as crew-safety-critical or mission-critical thereby enabling use of a single set of QA requirements for all hardware developments and acquisitions.  Programs and projects are cautioned to recognize the programmatic burden of resolving quality gaps for items that have been classified as critical by default but when failing to adhere to quality requirements will not create an unacceptable mission risk.  This result is likely to distract resources from more important problems.
The strategies for determining item (i.e., hardware) or process criticality should consider: i.) system-level design to determine the relationship of item failure to a catastrophic safety outcome or to mission failure due to a quality defect, and ii.) the threat a quality defect places on the project’s resources if the item is to be redesigned, rebuilt, or replaced during development to overcome a nonconformity.  Common techniques for determining hardware criticality include hazard analysis, and design and process failure modes, and effects analyses (FMEAs) though these alone may not be sufficient and other objective or subjective assessment criteria may be needed.
Chapter 37. Quality Data and Records Management

Chapter 38. Project Managers shall collect, organize, and analyze data to achieve the following objectives:

ah.  Demonstrate quality conformance.
ai.  Record nonconformances over the entire mission development life cycle (for additional information, see Contract administration office responsibilities, 48 CFR § 46.104(c)). Also, see 6.3, Managing Quality Nonconformances.
aj.  Provide efficient traceability to and identification of material, component, and subsystem configurations and quality pedigrees for rapid identification of current levels of requirements compliance and impacts from known and emerging quality problems (e.g., GIDEP alerts, counterfeit items, fraudulent material certifications, faulty designs, and qualification failures). 

ak.  Support the version integrity of QA products such that they are consistent with the project’s configuration management (CM) plan. For additional information, see NPR 7123.1, NASA Systems Engineering Processes and Requirements, for program and project CM requirements. 
Chapter 39. Personnel Credentials. The Project Manager shall include requirements in the Project QA program for personnel that achieve:

al.  Personnel training or certification, in accordance with, and when required by, the applicable technical standard for the work being performed (e.g., manufacturing, test, inspection), prior to performing that work (e.g., calibration, soldering, electrical harness installation, nondestructive evaluation, process witnessing, product inspection).
am.  Prohibition of personnel performing QA verifications on their own work (e.g., procedures, fabrication, testing).
Chapter 40. Quality Implementation Plans.  The Project Manager shall include requirements in the Project QA program for development and delivery of QA implementation plans by the suppliers that:

an.  Indicate how project-unique quality requirements and product, process, and verification specifications will be accommodated within or in addition to the supplier’s existing QMS.  A compliance matrix is recommended for efficiently communicating the supplier’s recognition and handling of the quality requirements that have been flowed to them.

ao.  Communicate the intended use and sequence of manufacturing processes, tests, and inspections.

ap.  Communicate how the Supply Chain Risk Management requirements of Chapter 5, Supply Chain Risk Management for Mission Acquisition Items, will be met.
Chapter 41.  Technical Standards

The technical standards adopted by NASA for quality engineering and quality assurance are listed in Table 4.1.  Project managers shall include these standards and the requirements therein, or alternate equivalent technical requirements and standards in the Project QA program.  These technical standards are referred to in several sections of this directive because they are relevant to a variety of product development activities (e.g., design, process development, personnel training, and quality assurance).
Table 4.1 NASA Adopted Technical Standards for Quality Engineering and Quality Assurance

	Document Number
	Title

	NASA-STD-5009
	Nondestructive Evaluation Requirements for Fracture Critical Metallic Components

	NASA-STD-6016
	Standard Materials and Processes for Spacecraft

	NASA-STD-8739.1
	Workmanship Standard for Staking and Conformal Coating of Printed Wiring Boards and Electronic Assemblies

	NASA-STD-8739.4
	Crimping, Interconnecting Cables, Harnesses, and Wiring or IPC IPC/WHMA-A-620B-S, Space Applications Electronic Hardware Addendum to IPC/WHMA-A-620B

	NASA-STD-8739.5
	Fiber Optics Terminations, Cable Assemblies, and Installation

	NASA-STD-8739.6
	Implementation Requirements for NASA Workmanship Standards

	NASA-STD-8739.10
	Electrical, Electronic, and Electromechanical (EEE) Parts Assurance Standard

	NASA-STD-8739.12
	Metrology and Calibration

	NASA-STD-8739.14
	NASA Fastener Procurement, Receiving Inspection, and Storage Practices for NASA Mission Hardware

	ANSI/ESD S20.20-2014
	ESD Association Standard for the Development of an Electrostatic Discharge Control Program for Protection of Electrical and Electronic Parts, Assemblies, and Equipment (Excluding Electrically Initiated Explosive Devices)

	IPC J-STD-001GS
	Joint Industry Standard, Space Applications Electronic Hardware Addendum to IPC J-STD-001G Requirements for Soldered Electrical and Electronic Assemblies (Chapter 10 of IPC J-STD-001GS does not apply)

	IPC/WHMA-A-620C-S
	Space Applications Electronic Hardware Addendum to IPC/WHMA-A-620C

	NAS 412 Revision 1
	Foreign Object Damage/Foreign Object Debris (FOD) Prevention

	SAE GEIA-STD-0005-1A
	Performance Standard for Aerospace and High-Performance Electronic Systems Containing Lead-free Solder

	SAE GEIA-STD-0005-2A
	Standard for Mitigating the Effects of Tin Whiskers in Aerospace and High-Performance Electronic Systems

	SAE AS5553C
	Counterfeit Electronic Parts; Avoidance, Detection, Mitigation, and Disposition.

	SAE AS6174A
	Counterfeit Materiel, Assuring Acquisition of Authentic and Conforming Materiel


Chapter 42. Design Considerations

Using proactive quality control and quality assurance techniques is recognized to be the most impactful quality assurance strategy for meeting programmatic mission objectives and for reducing long-term technical risks presented by quality escapes and latent defects in reworked and repaired hardware.  This is referred to as “building quality in.” These techniques maximize manufacturability and leverage established quality controls as an integral part of the design phase.  While the QA program will not be the source of hardware or process designs directly, the QA program will apply applicable controls and assurance techniques that result in designs that transfer readily to manufacturers, where process controls can be readily specified and for which verification methods are available and perceptive of relevant defects.  Examples of the types of quality controls addressed in this section for design assurance are documentation of specifications, leveraging NASA-adopted technical standards, qualification for new processes, and supply chain risk management.  Quality assurance is applied in the form of reviews or assessments of engineering documentation and manufacturing processes.  This section establishes the techniques to be used; however, it does not prescribe a particular level of quality assurance surveillance.  All uses of quality assurance surveillance are expected to be risk-based with priority given to safety-critical hardware and process attributes (related to crew safety objectives or to Occupational Safety and Health Administration regulatory objectives).
Chapter 43. Design Considerations and Technical Specifications.  In the Project QA program, the Project Manager shall address the requirements in paragraphs a. and b. and the relevant  requirements in the technical standards listed in Table 4.1 to ensure the design, construction, and verification specifications are defined, documented, and can be achieved with low programmatic risk.  The design, construction, and verification specifications both inform, and are derived from, the design process.
aq.  Design, construction, and verification specifications are documented both in engineering documentation (e.g., data sheets, technical specifications, drawings, procedures) and by reference to technical standards.  Design, construction, and verification specifications are used to determine product quality conformance.

ar.  The design, construction, and verification specifications are specified in a manner that enables their effective flow-down to work groups and suppliers within and outside of NASA in a manner that:

(1) Maximizes efficient acquisition of parts and materials.
(2) Maximizes manufacturability.
(3) Achieves reliability objectives.
(4) Achieves item-quality conformance.
(5) Provides a basis for physical configuration verification. 

Note: The limited scope of coverage by the technical standards listed in Table 4.1 is not intended to relieve programs, projects, developers, and manufacturers from adequately defining and identifying design, construction, and verification specifications.  For new designs, materials, and manufacturing methods, quality engineering activities are expected to produce unique and technically applicable design, construction, and verification specifications when available technical standards are insufficient.   

Chapter 44. Retrievable Engineering Documentation.  Project Managers shall ensure that personnel performing QE and QA functions have routine access to, and knowledge of, the design, construction, and verification specifications when necessary to perform their work.

Chapter 45. Identify Verifications and Tests. The Project Manager shall ensure that the Project QA program includes the requirements in a. through d. for the use of fully developed tests and inspections to evaluate item and process quality conformance, both during production (i.e., in-process) and at the point of acceptance or certification (i.e., end-of-line).

as.   Prior to production, the verifications (i.e., tests and inspections) that will be used to evaluate product or process conformance are documented (for additional information, see Contractor responsibilities, 48 CFR § 46.105.(b)).

at. The minimum qualification and verification requirements are specified in a manner that enables their effective flow down to work groups and suppliers within and outside of NASA.
au.  Reporting requirements for verification results and data are defined including those applicable to the party responsible for performing the test or the verification (for additional information, see 48 CFR § 46.104(e)).
av.  Personnel performing QE and QA functions have routine access to knowledge of the verifications and pass/fail criteria that are required when it is necessary for performing their work.

Chapter 46. The Project Manager shall include the following requirements in the Project QA program:

aw. Compliance with the following for control of Pb-free materials:

(1)  Conformance by suppliers with the criteria of SAE-GEIA-STD-0005-1A and SAE-GEIA-STD-0005-2A using control level “2C.” 
(2) Extension of Pb-free controls to non-critical items when necessary to mitigate the risk of metal whisker growth on, and liberation from, a non-critical item affecting critical item performance during a mission.  

ax.  Fasteners and fastener supplier selection comply with NASA-STD-8739.14.  See NASA-STD-8739.14 for further explanation of hardware applicability.
ay. Compliance with NASA-STD-8739.12 for the following:

(1) Measurements affecting safety and mission success.
(2) Calibration services providers.
Chapter 47. Supplier Risk Assessment and Selection. The Project Manager shall include the following requirements in the Project QA program:

az.  In addition to the requirements in NPR 8735.1, the NASA supplier assessment system (SAS; https://sas.nasa.gov) is used for supplier prescreening.  Additional supply chain risk management processes may also be used such as certified or qualified supplier lists and risk assessments based on previous or current GCQA activities. This requirement cannot be flowed down to non-NASA project offices.
ba.  A pre-award supplier audit, assessment, survey, or equivalent, is used to evaluate supplier risk where no prior record can be referenced in SAS or in a Government or NASA Center supplier qualification or certification system, or where the prior audit, assessment, survey or GCQA records are older than three years. This requirement cannot be flowed down to non-NASA project offices.
Chapter 48. Design Risk Mitigation. The Project Manager shall address the following design review considerations in the Project QA program to identify and mitigate design specifications that create manufacturability, delivery, or performance vulnerabilities:
bb.  The critical design and process specifications, limits, controls, acceptance criteria, and physical attributes:

(1) Are fully defined and documented in the engineering documentation.

(2) Are addressed by engineering as being complementary across system interfaces and are complementary with planned manufacturing methods, processing methods, and test conditions.

(3) Are addressed by engineering as providing the required mission hardware reliability given the materials and manufacturing methods used, including consumed materials (e.g., gasses, soldering flux, and solvents).

(4) Remain traceable to product or process qualifications (i.e., design remains qualified with accumulation of “red line” changes to engineering documentation).

(5) Provide safety margin against unexpected variations in production processes or exposures to other stress conditions during production, integration, and test (i.e., design for manufacturability).

bc.  The item and its constituent subassemblies, parts, and materials have a high likelihood of availability in the supply chain through original equipment manufacturers or authorized distributors.

Chapter 49. Production Readiness

Chapter 50. The Project Manager shall include in the Project QA program, the production quality control requirements in a. through m. below: 
bd.  Configuration controls are used to provide uninterrupted identification and traceability for manufactured or processed items and their constituent materials, parts, processes, and subassemblies, following integration into higher level assemblies.  

be.  Identification and traceability controls cross-reference to objective evidence of conformance (i.e., hardware quality records) including certificates of quality conformance, production history, qualification and verification results, and usage history.
bf.  Preservation of records traceability for QA functions (e.g., document reviews, witnessing, and inspections) to the following:

(1) The personnel who performed the function.
(2) The date the assurance work was performed.
(3) The results of the assurance work.
(4) Item marking and tagging and other configuration identifiers.
(5) Other related paper and electronic data records.
(6) Records or documents that define system configuration.
bg.  External (non-NASA) suppliers maintain a configuration management system that adheres to the principles of SAE EIA-649-2, Configuration Management Requirements for NASA Enterprises. 

bh.  Record-keeping methods provide the research expediency needed to minimize programmatic impacts from known and emerging quality problems (e.g., GIDEP alerts, counterfeit items, fraudulent material certifications, faulty designs, and qualification failures).

bi.  Identification and marking schemes are established and implemented that provide positive methods for differentiating conforming product from nonconforming product.

bj.  Identification and marking requirements are flowed down to and implemented by the supplier. 
bk.  Production instructions (i.e., work packages, travelers) provide sufficient detail to fully communicate the sequence of steps, the procedures to be used, process control specifications, first-party hold and inspection points, inspection and test methods, product design specifications, acceptance criteria, and second party hold and inspection points.

bl.  Production instructions are used for all manufacturing and processing operations including maintenance, rework, and repair.

bm.  The integration of design and manufacturing processes provide effective flow down of changes to engineering documentation (i.e., red lines).
bn.  Special Process Qualification.  Process qualification is used to demonstrate manufacturing process capability where in-process Government surveillance, end-item inspection, or tests before or after acceptance are insufficient for mitigating the risk of accepting items with latent defects; for mitigating the risk of damaging high-value Government-furnished items; and for mitigating programmatic risk due to low process yield or production of defective product. See 6.5 for managing risks associated with process changes.

bo.  Preservation of Product.  Hardware item quality and accumulated quality pedigree is preserved during production, operations, handling, storage, and shipping by process controls that prevent:

(1) Inadvertent damage due to unapproved operations or failure to follow procedures.
(2) Chemical and particulate contamination.
(3) Incursion of Foreign Objects Debris (FOD).  The requirements of NASA-STD-6016 require suppliers to develop a FOD control plan that is consistent with the guidance found in NAS 412 Revision 1.
(4) Poor tool, fixture, and equipment controls.
(5) Nonconforming environmental controls, both of ambient and test environments.
(6) Nonconforming item handling, packaging, storage, and shipping materials and processes.
(7) Damage due to uncontrolled ESD. The technical standards in Table 4.1 define the minimum ESD sensitivity level for which a control program is required.

bp.  All personnel are empowered to stop work when conditions exist that pose imminent threat to human safety and to the preservation of mission hardware.

Chapter 51. Production Readiness Review (PRR).  PRRs are typically used to mitigate programmatic risk where production errors, due to insufficient quality controls or engineering documentation errors, are likely to create product defects.  For additional information, see Appendix F for recommended entrance criteria and success criteria for PRRs that enhance the criteria in NPR 7123.1, Appendix E.
Chapter 52. Production:  Quality Assurance of Processes and Hardware 
Chapter 53. The Project Manager shall include the requirements in a. through l. in the Project QA program to provide assurance of quality requirements compliance during hardware production and processing.  

bq.  Manufacturing, Verification, and Test Procedures.  Manufacturing, verification, and test procedures are traceable to product and process technical specifications (i.e., attributes of the design, of process controls, of the verifications and tests, and of pass/fail criteria not otherwise specified in the design specifications). 

br.  First-Party Verifications. The item supplier performs the inspections and tests invoked by the technical standards in Table 4.1 and, as modified in 4.3.4., GMIPs or other types of QA surveillance functions executed on behalf of the project office are not substitutes for first-party inspections and verifications.  
bs.  First-party test and inspection results are fully traceable to the item configuration specifications, the verification requirements, the item identifications (e.g., lot number, serial number), and the details that are unique to the production flow (e.g., date, operator, production line).  

bt.  Materials and Parts Certification.  Using the verifications and tests defined in the engineering documentation, suppliers confirm that the materials and parts considered to be critical items conform with their relevant specifications and requirements prior to their installation into the next higher level of assembly. 
bu.  Quality Conformance for Consumed Materials.  Using the verifications and tests defined in the engineering documentation, suppliers confirm that the consumed materials, used when manufacturing or processing critical items, conform with their relevant specifications and requirements prior to use (e.g., gasses, flux, solvents, inks, ESD protective containers).
bv.  Procedures and Training for Complex Verifications.  Specialized training and procedures are provided to inspectors when the verification method is nonstandard and/or depends on unique methods for product handling, using inspection equipment, or discerning defects (e.g., microstructural analyses of coupons or samples, evaluating optical coatings, nondestructive evaluation (NDE), pre-cap inspection of hybrid microcircuits).  
bw.  Second-party In-process Surveillance of Quality Conformance.  Second-party QA surveillance of suppliers’ products or processes is used during production (i.e., in-process) when the nature of the item or manufacturing processes prevent sufficient evaluation of quality conformance at the point of product acceptance (i.e., a complex item per48 CFR § 46.203). See AS9100D for requirements for subtier supplier controls.  See Chapter 7 for requirements for the use of these types of verifications for GCQA (i.e., surveillance and GMIPs) by Government project offices.
Note: Second-party QA surveillance is expected to be used by customers, regardless of their place in the supply chain, for assuring critical items considered to be complex (see definition of complex item herein) or when indicated by supply chain risk.  Second-party QA surveillance is not limited to Government acquirers.
bx.  Selection of parallel QA surveillance techniques (“insight”) versus mandatory inspection points (“oversight”), and the types of surveillance techniques, are selected based on the criticality of the product or process attribute.  See 7.2.2 for requirements for using oversight approaches by the NASA Project office acquirers for assurance of product and process attributes determined to be critical for ensuring the safety of crew and operations personnel for human-rated vehicles and missions.
Note: See NFS 1846.4, Government Contract Quality Assurance, for the definitions of “insight” and “oversight.”
by.  For second-party QA surveillance activities, use of a sampling plan versus inspecting 100 percent of the subject population, is based on an assessment of the likelihood of nonconformance and impact to personnel, including crew, operations personnel, production personnel, and to mission success.  It is recommended that the risk assessment consider the following:
(1) Supplier inspection results.

(2) Acquirer inspection results.

(3) Hazard analysis controls/mitigation.

(4) Failure modes and effects analysis controls/mitigation.

(5) Design complexity.

(6) Technology maturity.

(7) Process maturity.

(8) Contractor quality system controls and ability to leverage statistical process control (SPC) data.

(9) Metrics related to contractor past performance.

(10) Probabilistic risk assessment.
bz.  QA surveillance plan(s) (QASP) are used to document how acquirers (e.g., Government project offices, prime contractors) will conduct second-party, in-process QA surveillance, both for activities that do and do not require mandatory approval (i.e., Mandatory Inspection Point (MIP)) to proceed to the next production step.  Suppliers’ QASPs may be stand-alone documents or contained in the quality implementation plan or in QMS documentation.  For Government project offices preparing QASPs, see https://sma.nasa.gov/sma-disciplines/qualityfor QASP work aids.
Note: Technical and programmatic information is expected to mature in specificity over the life of the project as the technical specification values become known through design approvals, as schedules solidify, and as the supply chain is established through subcontracts and other lower-tier procurements. Therefore, surveillance plans and GCQA Statements of Work are also expected to mature and be refined over the life of the project.

ca. The standard second-party QA surveillance functions are the following:
(1) Documentation review.  Documentation review assures that procurement and engineering documentation and other types of controlling documentation are traceable to requirements and provide process controls.  Examples of documentation that may be included in this type of surveillance activity are:

(a) Part or material certification.

(b) Manufacturing procedures.

(c) Purchase orders.
(2) Process and Test Witnessing.  Production process witnessing and test witnessing is used to confirm that the supplier is successfully employing the critical process controls, verifications, and tests defined by engineering documentation. 
(3) Review of Production Records.  Review of production records, including test data, to provide confidence that production followed the approved procedures, that controls were achieved, and that the supplier’s verifications determined the product to be conforming.  Examples of records that may be included in this type of surveillance activity are:

(a) Receiving inspection acceptance.
(b) Results for tests required by the technical standards in Table 4.1 and the engineering documentation.
(c) Connector mate and demate log.
(d) Pressure cycles log. 

(4) Inspection.  Direct product examination by a quality engineer, quality specialist, or relevant subject matter expert on behalf of the project involves physical inspection, measurement, or test of the production item to ensure conformity to technical requirements.  Examples of inspections that may be included in this type of surveillance activity are:

(a) The inspection requirements defined in the standards in Table 4.1.
(b) 100 percent of the bonding test coupons for structural composites.
(c) Component workmanship prior to integration into higher levels of assembly (i.e., pre-closure).
(d) Component quality pre- and post-environmental test.

(e) Repaired printed wiring assemblies.

(f) Items prior to packaging for shipment out of the facility.

(5) Quality Conformance Testing and NDE.  In addition to the NDE used to verify product conformance, the project may choose to require product testing or NDE, performed by NASA or a NASA-identified test facility, prior to the point of item acceptance or certification (for additional information, see Contract Quality Requirements, General, 48 CFR § 46.201.(c)).

Chapter 54. Product Acceptance.  The Project Manager shall include product acceptance process and data delivery requirements in the Project QA program including a. through d. 
cb. The data the project will use for certifying the quality conformance of mission hardware items (i.e., materials, parts, subassemblies, and components) are specified and include:

(1) Parts and materials conformance certifications.

(2) Records of successful completion of all required inspections and tests including incoming inspections, GMIPs, and acceptance tests.

(3) Statement of as-built configuration’s traceability to requirements.

(4) Record of and resolutions for, all departures from requirements (e.g., deviations, waivers, variances).

(5) Record of all item and process nonconformances and their associated remedial actions (i.e., rework, repair, replace). 

(6) Record of non-conformance dispositions of use-as-is and any residual configuration or qualification traceability gaps.

(7) Record of agreement between the Government and the prime contractor for acceptance of nonconforming items (for additional information, see Nonconforming supplies or services, 48 CFR § 46.407.(b).(2)). This requirement applies for production at all levels of the supply chain.

(8) Statement of life left for limited life items.

(9) As-built bill of materials for subassemblies (e.g., parts and materials list).

(10) Photographs for subassemblies and components prior to permanent seal of their enclosure or installation into the next higher level of assembly when they can no longer be inspected.

(11) Shipping and handling instructions.

(12) Terms and conditions for exercising applicable warranties (for additional information, see NFS1846.7, Warrantees).

Note: See Appendix E for additional data deliverables that may be required of suppliers of critical items.

cc.  The applicability of the acceptance requirements is defined for development and qualification units.

cd.  Product certification and Government acceptance requirements are flowed down to external suppliers for use with their subtier suppliers (for additional information, see Subcontracts, 48 CFR § 46.405).

ce.  Processes are established for collecting, delivering, and retaining objective evidence of item or process conformance by the project and by the supplier (e.g., end item data package, Acceptance Data Package (ADP)).  For additional information, see Contract administration office responsibilities and Contractor responsibilities, 48 CFR §§ 46.104(c), 105.(4).

Chapter 55. Product Acceptance Data Package Review.  The Project Manager shall include in the Project QA program that ADP reviews are used to ensure that the documentation contains records of, or traceability to, objective evidence of product conformance, risks that have not been fully mitigated, and accepted nonconformances and requirement waivers.  ADP reviews are conducted with a level of rigor that is commensurate with the items complexity, criticality, and known risks and issues associated with nonconformances and waivers.  Highly integrated systems may require formal project-level, multidisciplinary reviews in order to certify or accept the hardware. A QA review of quality documentation and records may be sufficient for less complex items.  
Chapter 56. Integration and Test (I&T)
Chapter 57. Project Managers shall include the quality requirements in a. through c. in the Project QA program to assure quality controls are used and quality conformance is sustained during integration and test (I&T) processes.
cf.   Assembly and Test Procedures.  Assembly and test procedures are traceable to product and process technical specifications (i.e., attributes of design and process control; types of verifications and tests planned for use and their associated conditions and pass/fail criteria).
cg.  First-Party Inspections and Verifications.  The required inspections and tests that are applicable during I&T are performed by the system integrator (e.g., post-install connector inspections).  These inspections may also be used for second-party QA surveillance.    
ch.  QA surveillance plan(s) are used to document how in-process QA surveillance will be performed, both for activities that do and do not require project QA signature (i.e., sign-off) to proceed to the next I&T or production step (e.g., MIP).  Typical QA surveillance functions during I&T are the following:
(1) Integration of components into higher levels of assembly.
(2) Removals of components from higher levels of assembly.
(3) 100 percent final connector mates at box level and above.
(4) Handling operations involving mission systems and subsystems involving lifts, moves, or preparation for storage or shipping.
(5) Identification and segregation of nonconforming materials and items.
Chapter 58. The Project Manager shall provide QA requirements for evaluating test readiness in the Project QA program including those in a. through l. below. 

ci.  Safety procedures are evaluated for completeness.
cj.  Test procedures are evaluated for completeness. 

ck.  Personnel have adequate training and instructions to execute the procedures. 
cl.  Environmental controls are defined and can be achieved. 
cm.  Mechanisms are in place to limit access to the test area to only required and essential personnel. 
cn.  Mechanisms are in place to ensure cables are grounded to remove static charge prior to connector mating. 
co.  Mechanisms are in place to ensure connectors are not mis-mated. 
cp.  Test software has been determined to be safe prior to use. 
cq.  Methods are in place for reporting test anomalies.
cr.  Methods for record keeping are used that accumulate quality conformance data with traceability per 4.4.1.b.

cs.  Methods for record keeping are used that ensure that mandatory quality verifications are performed prior to moving to the next step.
ct.  Mechanisms are in place to properly secure hardware to prevent damage during movement and testing.  

Chapter 59. The Project Manager shall include requirements for physical configuration audits in the Project QA program to ensure persistent traceability of the processed and integrated hardware with design specifications and requirements.

Chapter 60. Launch and Mission Initiation Operations 

Chapter 61. Project Managers shall include the quality requirements in a. through c. in the Project QA program to assure quality controls are used and quality conformance is sustained during launch and mission initiation operations.

cu.  Process qualification, personnel training, and/or process rehearsals are used to mitigate risks when using new or non-standard processes.
cv.  First-Party Inspections and Verifications.  Quality controls and verifications are defined for launch preparations and execution.  Typically, these quality controls are defined and executed by the launch process provider (e.g., commercial, Space Launch Services Program) with the Project QA function participating in a supporting or surveillance role.

cw.  The QA surveillance plan(s) are used to document how in-process QA surveillance will be performed for launch and mission initiation operations.
Chapter 62.  Supply Chain Risk Management for Mission Acquisition Items 

Chapter 63. Requirements Flow Down

Chapter 64. The Project Manager shall include requirements in a. through c. in the Project QA program plan for supply chain risk management (SCRM).

cx.  NF 1707, Special Approvals and Affirmations of Requisitions, is used for procurement strategy development with the assigned NASA procurement officer (i.e., CO or buyer) (for additional information, see NFS 1846.103, Contracting office responsibilities), regardless of the procurement value.  This requirement cannot be flowed down to non-Government project offices.  See NFS 1846.370, NASA contract clauses, for a required quality clause that is unique to human-rated missions. 
cy.  Procurement officials are provided requirements language for procurements that provide for flow down of the project’s Project QA program requirements to the lowest appropriate tier of the supply chain (for additional information for Government acquisitions, see Higher-Level Contract Quality Requirements, 48 CFR § 46.202-4, and NFS 1846, Quality Assurance).  See Appendix C for considerations applicable to critical item procurements. 
cz.  Where requirements flow down is not practical (e.g., international partner suppliers, use of spare units from another project, commercial off-the-shelf (COTS) items), quality conformance risk mitigations are defined and executed post-procurement or post-acceptance that are relevant for the item’s technology, criticality, and prior usage history (for additional information, see Policy, 48 CFR § 46.102.f).
Note: Product investments beyond the procurement cost of a COTS item are necessary to characterize the item’s design, reliability, or quality risks and to develop and implement strategies for mitigating those risks.  Leveraging prior use data may provide cost reductions for characterization research when design and production homogeneity exist across production lots.
Chapter 65. Minimum Quality Management System (QMS) Requirements for External Suppliers 

Chapter 66. External suppliers are all suppliers who provide mission development, mission hardware, mission hardware processing, or mission hardware deployment to NASA including federally funded research and development centers (FFRDCs), prime contractors, and subtier suppliers.

Chapter 67. Project Managers shall include the QMS requirements for external suppliers, shown in a. through c. below, in the Project QA program (for additional information, see Contractor Responsibilities and Higher-Level Contract Quality Requirements, 48 CFR §§ 46.105.(a).(3), 202-4).
da.  Suppliers of procured critical hardware systems (e.g., subassemblies, functional systems, mission payloads, spacecraft, aircraft, or launch systems) and launch services are compliant to AS9100D.  These systems are considered critical and complex as these terms are defined in 48 CFR §§ 46.203.(b) and (c).  Third-party certification to AS9100D is preferred over compliance to AS9100D.
db.  Suppliers of procured piece parts determined to be critical items, or special process execution (e.g., plating, polishing, soldering, brazing) determined to be critical or services excluding launch services (e.g., machining, laboratory testing, transportation, and storage) determined to be critical, maintain a QMS that complies with one of the following:
(1) Compliance to or third-party certification to AS9100D (preferred).
(2) Compliance to or third-party certification to ISO 9001, Fifth Edition, Quality Management Systems – Requirements.
(3) Compliance to AS9003A, Inspection and Test Quality Systems, Requirements for Aviation, Space, and Defense Organizations.
(4) Compliance to or third-party certification to ISO/IEC 17025:2017, general requirements for the competence of testing and calibration laboratories (preferred for laboratory testing and calibration services).
dc.  The Project Manager may evaluate and use the following types of third-party process certifications as alternate equivalent approaches to satisfying the supplier QMS requirements in 5.2.2.b:

(1) Certification by Nadcap (reference https://sas.nasa.gov or https://www.eAuditnet.com).
(2) Certification by IPC for soldered assemblies or for printed circuit board manufacturing (reference https://ipcvalidation.org/certifications/qpl-qml-list).
(3) Qualified by the Defense Logistics Agency as indicated by listing on a qualified manufacturer list managed by the Department of Defense (DoD) (reference https://landandmaritimeapps.dla.mil/programs/qmlqpl/).
Note: QE and SCRM analyses will be necessary to determine when manufacturing process complexity for a given procured item demands that the supplier’s QMS aligns to AS9100D rather than ISO 9001, Fifth Edition, AS9003A, or ISO/IEC/17025.  An AS9100D-certified QMS is preferred though use of the other standards in 5.2.2 may be necessary and suitable due to the type of product or process being acquired, supply chain and market considerations, and project risk management considerations.  AS9100D is designed for applicability to suppliers of critical and complex items and services acquired by the aviation, space, and defense industries.  ISO 9001 Fifth Edition and AS9003A provide less stringent requirements than AS9100D though all three are considered suitable for acquisitions of critical but non-complex items.  The use of the terms critical and complex is limited to their meaning as defined in the FAR and Appendix A herein. 
Chapter 68. Counterfeit Avoidance System

Chapter 69. The Project Manager shall include in the Project QA program that the requirements in 3.1.1.d.(3) above will be flowed down to external suppliers.

Chapter 70. See Reporting Nonconforming Items, 48 CFR § 46.317, for regulations and contract clauses used to require suppliers to control and report instances of suspected counterfeit items. 
Chapter 71. Procuring “Covered Articles”
Chapter 72. The Project Manager shall ensure that NF 1707, section 2, is used when procuring IT items considered “covered articles” per NASA’s Office of the Chief Information Officer-managed SCRM procedures, Section 514 (a) of the Consolidated Appropriations Act of 2020, and NPR 2810.1A, Security of Information Technology, regardless of the procurement value.  The requirement to use NF 1707 cannot be flowed down to non-Government project offices.
Chapter 73. Supplier Audits and Assessments 

Chapter 74. The Project Manager shall include in the Project QA program the audit and assessment requirements of a. through c.
dd.  Supplier audits or assessments are used to generate evidence of prime and sub-tier supplier risks that are related to the robustness of the supplier’s QMS and to their design and control of special processes.  For additional information, see AS9101F, Quality Management Systems Audit Requirements for Aviation, Space, and Defense Organizations, for the methodology for performing supplier QMS audits. See 4.3.5 for requirements to evaluate supplier risk prior to executing a procurement. 
de.  For audits and assessments conducted by the Government, the following apply:

(1) Audits and assessment results are shared with the supplier.
(2) Nonconformance findings are shared with the supplier after the project office or risk review board has evaluated their risk impact and determined if direction to the supplier is necessary.  

(3) Audit findings alone are not sufficient for directing suppliers. 
Note: To correct processes or products to resolve audit or assessment findings can create unintended negative programmatic impacts. The Project Manager and CO are stakeholders in decisions that can affect compliance with contract requirements and programmatic risk.
df.  Audit and assessment results, audit scope, and supplier approval status, when used, are entered into https://sas.nasa.gov or submitted to the administrators via e-mail to jsc-sasAdmin@mail.nasa.gov for posting to the SAS Web site for Agency-wide availability. 

Chapter 75. The Project Manager shall define, in the Project QA program, when a third-party QMS or process certification, other second-party audit or assessment result(s) (including those found in https://sas.nasa.gov), second-party surveillance result(s), or other alternative sources of supplier quality and risk data (e.g., open source analyses) are considered acceptable as substitutes for a NASA-led or prime-contractor led audit or assessment.  Examples of second-party auditors are partner agencies and NASA prime contractors who audit their subcontractors.  QMS and process audit results that are older than three years may no longer be representative of current supplier quality management.   
Chapter 76. Government-Industry Data Exchange Program (GIDEP) and NASA Advisory Risk Screening

The Project Manager shall include the requirement in the Project QA program that the program or project will track and evaluate risk based on GIDEP program participation results (ref. NPR 8735.1) reported by suppliers.
Chapter 77. Government Contract Quality Assurance (GCQA): Surveillance and Government Mandatory Inspection Points (GMIPs)

Chapter 78. Conducting GMIPs is an inherently Government function that is performed on behalf of the Government acquiring activity as a part of contract administration without regard to the tier level of the supply chain (for additional information, see General, Government contract quality assurance at source, and Subcontracts, 48 CFR §§ 46.401.(a), 402, 405).  The requirements in Chapter 7 apply for GCQA activities.  The requirements in Chapter 8 apply only to NASA governmental project offices who delegate GCQA functions to the DCMA.
Note: While the supplier is often the primary source for identifying the timing of a MIP, due to their ownership of the production schedule and can be said to “request performance of a MIP,” the MIP is selected by the project or the acquirer and the surveillance action is performed by the second-party inspector.  Second-party quality surveillance and GCQA are provided in addition to, not as a substitute for, supplier responsibilities for assuring delivery of conforming products or services.
Chapter 79. Federal Acquisition Regulations (FAR) References for Government Acceptance of Product 

Chapter 80. The requirements in this section apply only for Government acquisitions.

Chapter 81. The Project Manager shall specify to the CO:

dg. The location where the product will be accepted: source or destination (for additional information, see General and Place of acceptance, 48 CFR §§ 46.401.(d), 503).

dh.  When a material inspection and receiving report (for additional information, see DD Form 250, Material Inspection and Receiving Report) will be used in the product acceptance process. (For additional information, see NFS 1852.246-72, Material Inspection and Receiving Report.)
di.  When Government QA verification is required prior to delivery of items between subcontractors in the supply chain or between subcontractors and the prime contractor (reference Subcontracts, 48 CFR § 46.405 and NFS 1846.671, Contract quality assurance on shipments between contractors). 
Chapter 82.  Management of Quality Risks  

Chapter 83. Risk Management
NASA Project Managers shall use risk management processes in accordance with NPR 8000.4, to ensure that technical and programmatic risks associated with departures from the established QA requirements prior to production, during production, and throughout all life-cycle phases are fully mitigated or accepted by the program or project and are documented.  
Chapter 84. Manufacturability of Non-standard Designs
The Project Manager shall include requirements or processes in the Project QA program for identifying and managing manufacturability risks for non-standard, unqualified, and low-maturity designs and manufacturing methods where technical specifications of form, fit, function, process control, or verification techniques are not established.  See 4.3.1 Note regarding technical specifications not contained in technical standards.

Chapter 85. Managing Quality Nonconformances

Chapter 86. The Project Manager shall address the requirements, in a. through i., in the Project QA program plan for managing nonconformances. 
dj.  The required process elements, including the minimum data reported and timing, to be used by suppliers for notifying the project of the occurrences of product or process nonconformances, discrepancies, and failures are defined. (For additional information, see 48 CFR § 46.104(e).)
dk.  Quality nonconformances that present a significant safety, technical, or programmatic risk to mission success are referred to a review board, or equivalent, for assessment and disposition (e.g., Materials Review Board (MRB), Risk Management Board, Failure Review Board, or Investigative Tiger Team). 
dl.  The minimum criteria and/or methodology to be used by the review board managing authority (i.e., the supplier, the program, or the project) to determine which nonconformances satisfy the standard for review board consideration, established in 6.3.1.b above, are defined.

dm.  The process controls that will be used to ensure SMA TA has awareness of, concurs with, or approves review board dispositions are defined. 

dn.  The membership of the review board provides expertise that covers considerations of QA, manufacturing process controls, engineering and system design, reliability, and programmatic risk.
Note: This requirement does not prescribe a minimum number of people who comprise a review board or the number of consultants engaged by the review board but instead describes the technical and programmatic considerations that must be addressed by the review board to achieve a risk-balanced disposition.
do.  Review boards investigate the cause(s) for the quality nonconformances, set the direction for their resolution, assign a disposition (e.g., scrap item, rework, repair, return, downgrade, use as is), and track and report the progress of the investigations and dispositions until closure.
Note: Analysis of the nonconformance should seek to discover the root cause to heighten the likelihood that the assigned corrective actions will be effective.
dp.  Review boards investigate and address nonconformance scope of impact including those that cut across multiple systems. 
dq.  Review boards specify the engineering and quality controls to be used, including process qualification if applicable, when using board-recommended rework or repair processes that are non-standard and when the consequences of process failure would have a negative impact to safety or programmatic success.  Training may be required to support execution of high-risk repair processes and/or for applying nonstandard verification methods and acceptance criteria.
dr.  The required minimum acquired and delivered review board records are defined to support program and project risk and final hardware configuration assessments, in addition to those specified in 4.5.2 above, that are necessary for completing acceptance data packages.  See Appendix E for additional data retention and delivery criteria that may be used for nonconformances and review boards.

Chapter 87. Project managers shall comply with the following requirements for nonconformances associated with products or processes from external suppliers that are associated with high levels of risk to mission success objectives (e.g., crew safety, technical, programmatic, regulatory) and that require supplier-led root cause and corrective action (RCCA) processes to resolve the nonconformance and to prevent its reoccurrence:

ds.  Use corrective action requests (CAR) to require suppliers to execute root cause and corrective action processes to resolve the nonconformance and to prevent its reoccurrence.  
Note: See AS9101F for uses of the term “major” for categorizing quality conformance findings for suppliers certified to AS9100D when there is indication of QMS deficiencies rather than of a one-time error.
dt.  For suppliers who are AS9100D certified, the project uses the Online Aerospace Supplier Information System (OASIS: https://www.iaqg.org/oasis/login) feedback system to report the nonconformances when one of the following applies:

(1) The supplier does not identify the nonconformance as Major in the OASIS system.

(2) The project has not delegated the OASIS reporting task to another NASA entity (e.g., the NASA Safety Center, NASA OSMA) or to the supplier’s AS9100D certifying body.

Note: See AS9104/1, Requirements for Aviation, Space, and Defense Quality Management System Certification Programs, for AS9100D certification criteria related to containment and resolution of major nonconformities identified via the OASIS feedback system.
Chapter 88. Project Managers shall include requirements in the Project QA program for documenting and controlling both the standard and non-standard processes used for rework and repair. Training may be required to ensure successful implementation of rework or repair processes. 
Chapter 89. Project Managers shall facilitate reporting to the Office of Inspector General and the Office of General Counsel Acquisition Integrity Program Office when they become aware of noncompliant conditions or failure experiences that may constitute evidence of fraud, malpractice, or other serious misconduct.

Chapter 90. Quality Assurance Program Stability

Chapter 91. Project Managers shall use periodic auditing or assessments of their own conformance with the Project QA program requirements to identify and mitigate risks due to Project QA program instabilities. The following types of audits and assessments satisfy this requirement:

a.  Program or project internal reviews.
 Inclusion of the project QA program and its results within the scope of NASA Center QMS audits.
 Inclusion of the project QA program and its results in an intercenter cooperative audit (e.g., Intercenter Aircraft Operations Panel (IAOP) reviews).

 Inclusion of the project QA program and its results within the scope of Agency-led audits (e.g., Quality Audit, Assessment, and Review (QAAR) audits).
 Inclusion of the project QA program and its results within the scope of third-party QMS audits.
Chapter 92. Supplier Process Changes

Chapter 93. The Project Manager shall include the requirements in a. through c. in the Project QA program to maintain awareness and manage risk associated with suppliers’ design and process changes including:

du.  Suppliers report design and process changes.
dv.  Suppliers requalify changed processes.
dw.  For changed designs and processes, loss of product traceability to requirements is evaluated.
Chapter 94.  Government Contract Administration – Quality Functions
Chapter 95. Overview of Contract Administration Quality Functions
Chapter 96. The FAR and NFS establish the processes used by NASA within the context of contract administration.  The scope of these processes is broad and includes financial, program management, logistics, and QA functions.  This section provides requirements and guidance for implementing the QA functions that lie within contract administration.  Aspects of GCQA that are fully addressed in Chapter 4 through Chapter 6 are not duplicated herein.
Chapter 97. The requirements in this chapter cannot be flowed down to non-governmental project offices or to prime contractors (for additional information, see Government Contract Quality Assurance, 48 CFR § 46.4).
Chapter 98. The FAR and NFS establish the QA activities that are executed by programs and projects acquiring critical items. These activities include:

dx.  Ensuring quality control and assurance requirements are adequately specified on contracts.
dy.  Ensuring that the contract provides means for GCQA where evaluation at the point of Government acceptance is inadequate for establishing conformance with technical specifications and requirements (i.e., assuring conformance of complex items or processes). 

dz.  Ensuring that the contract provides means for the Government acquirer to execute QA processes associated with Government acceptance of an item from the supplier. 
Chapter 99. Performing Contract Administration Quality Functions
Chapter 100. GCQA tasks are those performed by a representative of the Government project office (i.e., second party) that evaluate a supplier’s likelihood to achieve compliance with technical specifications, quality control requirements, and other QA requirements or that verify that compliance was achieved.  GCQA precedes product acceptance (for additional information, 48 CFR § 46.104).  Acceptance is the act of agreeing through signature that the item meets the acceptance criteria signifying transfer of ownership of the item to the Government and the associated owner liability. 

Chapter 101. For assuring conformance to specifications and requirements for product and process attributes determined to be critical for the safety of crew and operations personnel for human- rated vehicles and missions, the Project Manager shall:

ea.  Account for the conformance of each product and process attribute determined to be critical for crew safety in certification of flight readiness reviews (COFR) for human-rated missions.
eb.  Assign and execute GMIPs, or acceptable alternatives to GMIPs (e.g., documented and SMA TA-endorsed sampling plan or surveillance plan) as determined by a documented risk assessment, that produce objective evidence of the second party verification, that is traceable to the product or process and the attribute (e.g., work order Government sign-off, status report, database entry of completion date, and acceptable result).
ec.  Produce and maintain records that describe when verification of more than one attribute, or more than one instance of an attribute, is traceable to a single GMIP record (i.e., when sampling is used).

ed.  Produce and retain risk assessments to support uses of sampling plans as described in c. above.

ee.  Coordinate the execution of the QASP with the personnel who will perform the GCQA work and with the supplier where the CGQA work will be performed.

GCQA work has the potential to drive up the value of the contract and, thus, the CO may need to be included in GCQA planning.
GCQA is performed by or under the direction of a civil servant (for additional information, see Government Contract Quality Assurance, General, 48 CFR § 46.401.(e)).
ef.  Ensure that GCQA is performed by project representatives who are either NASA contractors who are under contract to NASA in a manner that makes them independent of the item supplier and under the direction of NASA; are NASA civil servants; or are civil servants in another Federal agency.  Projects determine, based on strategic and risk management objectives, how they will staff for GCQA and Government acceptance tasks (i.e., internally or externally).

Chapter 102. The Project Manager may determine if and which previously existing documentation, data, or records are considered acceptable for satisfying GCQA objectives (e.g., audit and assessment data found in the NASA SAS database; qualification data acquired by another project; procedures produced by the supplier for another customer). 

Chapter 103. The Project Manager shall ensure that acceptance of a product on behalf of the Government (i.e., product acceptance) is performed only by a civil servant.

Chapter 104.  For additional information, see DD Form 250 for recording Government acceptance (NFS 1846.6, Material Inspection and Receiving Reports).  
Chapter 105. The Project Manager shall provide personnel who are assigned GCQA tasks the following minimum information, instructions, and processes: 

eg.  The locations where the work is to be performed.
eh.  Technical and programmatic information including:

(1) A surveillance plan or subset thereof that is relevant to the point in the project life cycle, the subject supplier, the hardware, and the processes.

(2) A schedule for accomplishing the tasks and key associated milestones.

(3) Quality control and assurance requirements including applicable technical standards.

(4) Technical specifications (i.e., form, fit, and function specification limits).

(5) Previously approved requirement waivers.

(6) Previously acquired supplier or product quality data that should be reused to satisfy GCQA objectives or that indicates known risks.

(7) Requirements flowed to the supplier for reporting anomalous test results.

ei.  Mechanism for recording and reporting the following minimum data resulting from GCQA activities:

(1) Completion of tasks.
(2) Results of the work including nonconformances and significant observations.
ej.  Mechanisms for delivering the GCQA records for storage with project records, for storage with the supplier’s production records, and for recording the tasks and results on the shipping or receiving paperwork (for additional information, see 48 CFR § 46.401.f).  Also, see DD Form 1149, Requisition and Invoice/Shipping Document.

ek.  Mechanisms for elevating quality concerns to the project’s risk management system. 

el.  Mechanism for recommending changes to the requirements that add technical or programmatic value.

em.  Mechanism for rapidly reporting defects and nonconformances to both the supplier and to the project and for receipt of project decisions relative to acceptance of nonconforming product.

en.  Mechanism for recording and managing the risks associated with the consequences of missed GCQA work defined by the surveillance plan.

Chapter 106. The Project Manager shall require that skipped GMIPs are subject to project risk review. 

Chapter 107. Delegation of Government Contract Quality Assurance (GCQA) Functions to Non-NASA Federal Agencies 

Chapter 108. Non-NASA Federal agencies may be delegated authority to perform GCQA functions on a reimbursable, in-kind, or non-reimbursable basis as formally agreed to in an agency-to-agency memorandum of understanding (MOU).  See Chapter 8 for uses of Statements of Work (SOW) (i.e., LODs) to communicate the nature of the delegated work and the minimum information required by 7.2.6 above.
Note: The DCMA is an example of an agency that performs delegated GCQA functions on NASA's behalf.  See Chapter 9 for requirements specific to delegations to the DCMA.
Chapter 109.  Protocols and Requirements for Delegating Quality Assurance Contract Administration Functions to the Defense Contract Management Agency (DCMA)
Chapter 110. Delegating Quality Assurance (QA) Contract Administration to DCMA
The processes associated with delegating QA contract administration functions to DCMA are varied across the life cycle of the project as well as across the fiscal year.  Fiscal year-defined processes are development and execution of agency-to-agency budget agreements.  Life-cycle-based processes are associated with verification of suppliers’ conformance with contract QE and QA requirements.  This chapter does not apply to non-Government project offices.
Chapter 111. Letter of Delegation (LOD) Development and Initial Delivery

Chapter 112. The Project Manager shall ensure that the following process elements are used when GCQA functions are delegated to DCMA:

eo.  A point of contact who is responsible for executing the QASP is assigned to provide leadership to DCMA for the tasks delegated to them, including establishing and negotiating tasking and changes to agreements or instructions.
ep.  NF 1430B, Quality Assurance, is used to:

(1)  Document and coordinate draft statements of GCQA work and/or product acceptance work with DCMA. 
(2) Provide preliminary surveillance plans for the prime contractor and relevant sub-tier suppliers.
(3) Identify reporting requirements and deliverable records for the work performed for the project by DCMA.

(4) Identify standard and specialty certifications to be held and training to be accomplished by DCMA personnel who will perform the work.

(5) Identify special workflow or work execution expectations (e.g., shift work, foreign locations).

(6) Coordinate cost estimates with DCMA.
(7) Submit the work delegation to DCMA through the project’s procurement authority (e.g., CO). 
The project uses both the NF 1430B and the surveillance plan to communicate which contract administration functions, within the quality domain, are delegated to DCMA and which are retained (not delegated).

DCMA will use the NF 1430B and the surveillance plan for staffing planning and assignments, budget estimates and other logistics planning.  Specificity in the surveillance plan (e.g., number of document reviews, frequency of audits, and sample basis for inspections) should be used to facilitate communication of expectations, reflect the project’s risk management strategy, and provide cost control.

eq.  Identify and supply relevant and required technical documents, instructions, and standards.

er.  Document and communicate to DCMA, the work instructions and details that satisfy the requirements in 7.2.6 above throughout the period of performance.
es.  Communicate the project’s plans to DCMA for updating the surveillance plan and subsequently the NF 1430B (i.e., the LOD), as necessary over the life cycle of the project.

et.  Provide a copy of the prime contract to the DCMA Center Integrator.
Chapter 113. Budget Planning. Project Managers shall approve the cost estimate for the DCMA QA delegation prior to final submission of an original or updated LOD to DCMA for their acceptance.

Chapter 114. Finalized LOD. Project Managers  shall ensure that the final version of the LOD to be delivered to DCMA via the project’s procurement authority complies with the following:
eu.  The open text boxes in NF 1430B are not used to modify the standard language of the form.

ev.  The surveillance plan, the contract, and the Project QA plan (or SMAP) are provided as attachments.

ew.   Personnel-specific requirements are not included (e.g., specific personnel assignments, personal services).

Chapter 115. Project Managers shall request that a copy of the signed NF 1431, Letter of Acceptance of Contract Administration Delegation, is provided to the project’s QA lead for the delegation. The signed NF 1431 documents acceptance of the LOD and that commencement of work by DCMA is authorized.
Chapter 116. Yearly Letter of Delegation (LOD) Technical and Programmatic Review 

Chapter 117. Technical and Programmatic Review. Annually, OSMA requests each project to perform a technical and programmatic review of existing DCMA LODs to determine if an update is necessary for the work forecast for the forthcoming fiscal year.  Changes to the surveillance plan for technical or programmatic reasons are typically cause for updates to an LOD as they impact cost (negatively or positively), can impact contract value, and impact DCMA personnel’s work assignments. 

Chapter 118. Annually, regardless of the need to update the technical or programmatic details in the LOD for the forthcoming fiscal year, the Project Manager shall generate a cost estimate (in hours) for the forthcoming year’s work-delegation to DCMA that is commensurate with the type and volume of duties applicable for the one-year period of performance.

Chapter 119. Updating a Letter of Delegation (LOD) or a LOD’s Budget within a Fiscal Year
Chapter 120. Technical and programmatic changes that occur on projects (e.g., specification changes, contract modifications, schedule slips, additions of sub-tier suppliers) are likely to drive changes to the surveillance plan, requiring a change to the DCMA LOD.  Changing an LOD within a fiscal year may affect the yearly NASA-DCMA budget agreement and thus follow a slightly different process than used for the yearly LOD update and budget call.  The Project Manager shall use the following process elements when LODs are changed within a fiscal year.

ex.  Contract modifications are provided to the project’s QA lead(s) for the current LOD(s). 
ey.  Relevant surveillance plans are updated as necessary.
ez.  Renegotiate the LOD with DCMA, including the cost estimate, to align with the new contract modification and surveillance plan.

fa.  Comply with 8.2.3 for revised NF 1430Bs.
fb.  Use coordination of budget changes with the OSMA Technical Liaison to DCMA as a precondition for finalizing the updated LOD.

fc.  Use Project Management approval for the updated cost estimate as a precondition for reissuing the NF 1480B (i.e., LOD) to DCMA for acceptance.
Chapter 121. Coordinating a Revised Budget. When changes to LOD budgets are anticipated to occur within a fiscal year, with or without a change to the LOD, the Project Manager shall ensure that the change is precoordinated with the OSMA Technical Liaison to DCMA to ensure those changes do not conflict with other Agency-level agreements existing between DCMA and NASA.
Chapter 122. Executing a Defense Contract Management Agency (DCMA) Letter of Delegation (LOD)
Chapter 123. The Project Manager shall ensure that the following process elements are used when DCMA is performing functions in accordance with a released LOD. 
fd.  DCMA personnel assigned to perform the work defined in the LOD have the requisite training and/or certification credentials.

fe.  Information, guidance, and leadership are provided by NASA to DCMA personnel who are assigned to the LOD tasks including:

(1) The nature of the project’s technical and programmatic objectives that are relevant to the production for which those DCMA assignees will provide QA on NASA’s behalf. 
(2) The project’s relevant risk management strategies, critical milestones, and science and engineering performance objectives.

(3) The items listed in 7.2.6.
(4) Interpretation of the LOD and surveillance plan content and requirements.

(5) The schedule and ongoing schedule modifications.

(6) Relevant points of contact where they will perform their duties and other specialists or subject matter experts available to them for consultation. 
(7) Additional points of contact for resolving concerns related to the LOD, work performed, or findings.
(8) Technical documentation not otherwise available (i.e., technical specifications and standards, drawings) and access to virtual work areas and repositories necessary for performance of their duties.

(9) Relevant processes, including documentation requirements and protocols, for reporting nonconformances, including missed GMIPs, and participation in materials, anomaly, and failure review boards.

(10) The process for communicating situational changes to the surveillance plan that temporarily reduce or increase the planned GCQA activity (i.e., cancelled GMIP) and for recording that decision.

(11) Specialty training required to perform delegated duties.

(12) The documentation and criteria necessary to perform delegated Government acceptance tasks.

(13) Coordinating with the DCMA personnel when the project or program have changed technical specifications or criteria (e.g., test limits, performance limits, inspection criteria, etc.).
ff.  Provide programmatic and technical status to the OSMA Technical Liaison to DCMA upon request and primarily through participating in the NASA-DCMA monthly technical review tag-up for the purposes of the OSMA Technical Liaison’s early awareness and mitigation of concerns related to DCMA’s work for NASA.  Particular items of interest include:
(1) Significant departures from the existing LOD or budget plan (e.g., significant cost variances and over/underrun trends).

(2) New or changed LODs that will impact NASA’s yearly budget commitment to DCMA.

(3) Conflicts that arise between the project and DCMA or between DCMA and the supplier where they are performing their work.

(4) Conflicts arising from attempts to re-delegate across the DCMA enterprise.

Appendix A.  Definitions

Certified Item, Part, or Material:  An item, part, or material with endorsement by the supplier, user, or NASA that the item meets all engineering and quality requirements defined by the acquisition requirements and engineering documentation.

Certified Personnel:  A person who the endorsing organization has found to meet the special conditions established by that endorsing organization for demonstrating a specific skills competency (e.g., welding, X-ray inspection).  Certification requirements typically combine successful training with periodic retraining and monitoring to ensure operator error rate is sustained below some defined limit.
Complex Item:  Items that have quality characteristics, not wholly visible in the end item, for which contractual conformance must be established progressively through precise measurements, tests, and controls applied during purchasing, manufacturing, performance, assembly, and functional operation either as an individual item or in conjunction with other items.  By contrast, noncomplex items have quality characteristics for which simple measurement and test of the end item are sufficient to determine conformance to contract requirements.
Covered Articles:  Information technology, as defined in U.S. Federal Code 40 USC 11101, is any equipment or interconnected system or subsystem of equipment that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by an executive agency.  
It also includes computers, ancillary equipment (including imaging peripherals, input, output, and storage devices necessary for security and surveillance), peripheral equipment designed to be controlled by the central processing unit of a computer, software, firmware,  similar procedures, services (including support services), and related resources.

Critical:  Pertaining to mission or stakeholder priority.  Criticality may be driven by crew safety objectives, engineering objectives, science objectives, programmatic objectives (i.e., schedule and budget constraints), regulatory requirements, and other stakeholder objectives including preservation of property (e.g., do no harm to facilities, launch vehicles, the International Space Station, host payloads).
Critical Item:  A critical item is one which, if defective or fails, directly contributes to a failure to meet crew safety, technical, programmatic, regulatory, or other stakeholder objectives.  Also, see the definition above for Critical.

Critical Process:  An activity performed by NASA, hardware suppliers, or services suppliers during mission hardware development, manufacturing, testing, integration, launch preparations, launch, commissioning, operations, and decommissioning that, if defective or fails to achieve the intended results, directly contributes to a failure to meet crew safety, technical, programmatic, regulatory, or other stakeholder objectives.  Also, see the definition above for Critical..
Crosscutting Quality Requirements:  Quality requirements that would apply to a range of programs and projects and that are not unique to a single program or project.  This term is used in reference to the institutional quality requirements expected to be included in the QMS documentation.

Engineering Documentation:  Documentation of the item’s or process’ attributes that define conformance and are foundational to realizing the item’s or process’ intended performance and reliability.  Examples are specifications, data sheets, work orders, and drawings. 

First-Party:  The supplier.
Government Mandatory Inspection Point:  Terminology used for the point in the work flow at which the Government executes a quality assurance surveillance activity in the interest of contract administration and where that surveillance activity must be completed before continuing the production flow. GMIPs are associated with an “oversight” surveillance approach in NFS 1846.4. The term is often used as a substitute for a specific description of the surveillance activity itself (i.e., engineering documentation review, product inspection, a process witness, or review of verification data).  The FAR states that GMIPs are performed on behalf of the Government-acquiring activity without regard to the tier level of the supply chain (for additional information, see 48 CFR § 46.401.(a)).  While Government acceptance of the product at the source (prior to shipment to the Government) is also an aspect of contract administration, acceptance work is not considered a GMIP.
Inherited Item:  An item whose design, manufacturing processes, and application will not be changed to fully comply with program or project requirements in order to take advantage of the availability and lower cost of existing, already-built units (e.g., spares), or the cost-savings from leveraging off of qualification or verification pedigree previously established for the product (i.e., heritage).

Latent Defect:  A physical condition of an item that is capable of causing the item to fail in its application and is not detected prior to mission execution.  The cause of a lack of detection is either due to a failure to apply a relevant inspection or test or the lack of availability of inspections or tests that can discern the presence of the defect.

Manufacturability:  The likelihood that an item can be produced to conform with its design, construction, and performance specifications.

Mission Hardware:  Items made of a material substance that make up, or are integrated into, spacecraft, launch vehicles, or aircraft used to execute a NASA mission.
Non-Government:  JPL and all other entities assigned project office responsibilities who are not part of the Federal Government.
Non-NASA:  All entities assigned project office responsibilities who are not part of the Federal Government except JPL.  JPL is considered a NASA entity (i.e., NASA Center).
Proximate Cause:  The event that occurred, including any conditions existing immediately before the undesired outcome, directly resulting in its occurrence, and if eliminated or modified, would have prevented it. Also, known as direct cause. 

Quality Assurance:  Processes, activities, and functions that evaluate successful realization of product conformance and realization of the quality controls planned for maximizing and determining process or product conformance.

Quality Assurance Products:  Documents and records produced for establishing and executing the QA program as well as documents and records that result from executing the QA program.
Quality Engineering:  Processes, techniques, and functions used to define and apply process quality controls and conformance verification methods that maximize product or process conformance with physical specifications.
Red Line:  Change to engineering documentation (e.g., specifications, drawings, procedures, work instructions) after they have been fully released for use.
Repair:  Action on a nonconforming product to make it acceptable for the intended use.
Rework:  Action on a nonconforming product to make it conform to the requirements.
Second-Party:  Action performed by the acquirer.
Special Process:  Process that results in a condition of conformance that cannot be fully verified by means of nondestructive inspection at the point of acceptance and, thus, assurance of conformance is attained through adherence to process control specifications and verifying compliance incrementally during production.  Also, see definition for complex.
Supplier:  Any entity who is manufacturing or processing hardware in accordance with the requirements herein, including NASA Centers and NASA contractors.

Supply Chain:  All suppliers associated with an item from its constituent raw materials through to the last supplier to process it prior to its final use in the intended application.  The supply chain consists of the prime contractor, who has a procurement agreement directly with NASA, and all of their suppliers, who are referred to as subcontractors or sub-tier suppliers.  Distributors, brokers, and services providers are considered part of the supply chain.  NASA Centers who directly manufacture and process mission hardware are considered part of the supply chain.
Tailoring:  The process of selecting applicable requirements from a standard baseline to create a custom set that is appropriate for a specific project’s objectives and constraints.
Third-Party:  An entity who is independent of the supplier and the acquirer.

Traceability:  The degree to which a relationship can be established between two or more products of the development process, especially products having a predecessor-successor relationship to one another; for example, the degree to which quality requirements relate to procurement requirements and then to the evidence of product conformance; or the ability to relate integrated hardware systems to the production history of their constituent subassemblies, parts, and materials.
Appendix B.  Acronyms
ADP
Acceptance Data Package

CIL
Critical Items List

CM
Configuration Management
CO
Contracting Officer
COTS
Commercial Off-The-Shelf
DCMA
Defense Contract Management Agency

DoD
Department of Defense

EEE
Electric, Electronic, and Electromechanical Parts
ESD
Electrostatic Discharge
FFRDC
Federally Funded Research and Development Center

FMEA
Failure Modes and Effects Analysis 

FOD
Foreign Object Debris
GCQA
Government Contract Quality Assurance
GMIP
Government Mandatory Inspection Point
GIDEP
Government-Industry Data Exchange Program
I&T
Integration and Test
JPL
Jet Propulsion Laboratory

KDP
Key Decision Point
LOD
Letter Of Delegation
MCR
Mission Concept Review
MIP
Mandatory Inspection Point
NDE
Nondestructive Evaluation
NF
NASA Form
NFS
NASA Federal Acquisition Regulation Supplement
PRR
Production Readiness Review

QA
Quality Assurance
QAAR
Quality Audit, Assessment, and Review
QASP
Quality Assurance Surveillance Plan
QE
Quality Engineering
QMS
Quality Management System
SMA
Safety and Mission Assurance
SMAP
Safety and Mission Assurance Plan
TA
Technical Authority
TRL
Technology Readiness Level
Appendix C.  Considerations for Procurements of Critical Items
C.1 The following types of instructions are recommended for inclusion in purchasing documentation for critical items. 
fg.  Manufacturing requirements and controls.
fh.  Inspection and testing.
fi.  Parts, Materials, and Process specifications.
fj.  Control of critical items.
fk.  Special qualifications, approvals, or certifications.
fl.  Nondestructive and destructive test controls and record keeping.
fm.  Control of documentation and changes.
fn.  Applicable product and process specifications.
fo.  Reliability and maintainability.
fp.  Safety factors.
fq.  Packaging, handling, storage, and transportation.
fr.  Contractor source quality control inspections.
fs. GIDEP participation.
ft.  Age control/limited shelf life materials and products.
fu.  Customer-furnished equipment.
fv.  Data retention. 

fw.  Control of tool and test equipment.
fx.  Nonconforming products. 

fy.  Reviews/audits.
fz.  Inspections and surveillance. 

ga. Acceptance. 

gb. Identification of deliverables.
gc. Unique identification designator.
gd. Variability reduction and/or SPC program.
ge. Trace between purchased product/service and project requirements.
gf. Warranties. 

gg. NFS 1846.370. 

Appendix D.  Suggested Criteria for Supplier Records and Data Delivery Requirements
D.1 The records and data items listed below are suggested for inclusion in acceptance requirements that are flowed to suppliers of critical items. These records and data items are in addition to those required in paragraph 4.5.2 above.

D.2 It is recommended that the following records and data are required for delivery by suppliers when a formal, multidiscipline hardware acceptance review will be conducted for item or system acceptance and certification. When an item in the list below corresponds to a required data deliverable defined in Chapter 4, it is noted with “[ADP].”

gh.  Final inspection and acceptance test records showing unit acceptability [ADP].

gi.  Complete unit-level nonconformance reports, MRB actions, failure reports and test/failure review board actions, and associated analyses (e.g., overstress analyses, summary-level rework, and repair) [ADP].
gj.  Complete test history records with environments seen and sequence of testing.
gk.  Identification of any unverified failures encountered with an associated risk analysis, including analysis of worst-case repairs, as well as out-of-family test results.
gl.  Cumulative unit operating times/cycles, pressure, vibration, temperature, and any other testing exposure logs and data.
gm.  Unit as-built versus as-designed configuration records with appropriate reconciliation or any deltas [ADP].
gn.  All waivers and deviations requested and approved for the unit [ADP].
go.  History of the unit from the time it is first integrated into its next higher assembly, including installation and removal data.
gp.  Complete storage history to include storage environment and length of storage if stored for longer than six months.
gq.  Complete unit build history starting at the lowest level of assembly.
gr.  Identification of manufacturing instructions and processes used to build the unit.
gs.  Complete chronological build, inspection, and test records, including physical and functional discrepancies, their resolution, and detailed repair and rework history.

gt.  Analysis of trend data across the unit being tested and comparison with other like units.
gu.  Complete identification of associated test equipment and test software along with critical calibration results.
gv.  Bill of materials or components/part trace records reflecting traceability of parts, materials, and subassemblies installed.

gw.  Complete storage history.
gx.  Product photographs and drawings.
D.3 It is recommended that the following records and data are required of suppliers of critical items, below the payload level of integration (i.e., subassemblies, components, subsystems), for product acceptance.  When an item in the list below corresponds to a required data deliverable in the acceptance data package (ADP), per Chapter 4, it is noted with “[ADP].”

gy.  Design application notes, operational manuals, technical reports, and design analyses (e.g., FMEA). 

gz.  Complete unit build history starting at the lowest level of assembly.
ha.  Identification of manufacturing instructions and processes used to build the unit.
hb.  Complete build inspection and test records, including physical and functional discrepancies, their resolution, and repair and rework history [ADP].
hc.  Material review board (MRB) actions, waivers, and deviations [ADP].
hd.  Test history, including environmental test exposure and related measurements; trend data across the testing; accumulative trend data across family of units; failures and anomalies during unit test; resolution; and retest.
he.  Identification of associated test equipment and test software along with critical test calibration results.
hf.  Associated failure reports, including failure analyses leading to identification of root cause, disposition, and corrective action [ADP].
hg.  Identification of any unverified failure (a failure in which the root cause has not been clearly established) and analysis of worst-case repair.  If, in subsequent testing, the failure never occurs again, rationale should be given for ascribing the failure to a cause other than flight hardware [ADP].
hh.  Cumulative operating time or number of cycles and accumulated pressure, vibration and temperature, and other exposures.
hi.  Unit as-built configuration description including a configuration status accounting for the as-built versus as-designed configuration at the time of unit delivery [ADP].
hj.  Records reflecting traceability of parts, materials, and subassemblies installed.
hk. Storage history.
hl.  History of the unit from the time it is first integrated into a higher assembly, to include initial installation date; removal date(s); reason for removal; discrepancy and failure history; and traceability references to all inspection, discrepancy, failure, rework, repair, and retest paperwork.

hm.  High resolution of product photographs from before conformal coating, after conformal coating, and before enclosure closing [ADP].
D.4 It is recommended that the following records and data are required of suppliers delivering payloads. These are payload-level considerations.

hn.  Build log.
ho.  Inspection history.
hp.  Chronological test history, including all out-of-sequence operations.
hq.  Configuration status accounting of the as-built versus the as-designed configuration.
hr.  A record of failure, anomalies, variations, and deviations identified during vehicle-level or system-level test (including any retest) and their resolution, including root cause determination and corrective action.

hs.  Identification of any unverified failure (a failure in which the root cause has not been clearly established) and analysis of worst-case repair.  If, in subsequent testing, the failure never occurs again, rationale should be given for ascribing the failure to a root cause other than flight hardware.

ht.  Test history, including environmental test exposure and related measurements, trend data across the testing, and accumulative trend data across family of vehicles.

hu.  Waivers, deviations, and vehicle-level MRB actions.
hv.  Component/equipment time recorded, status of on-time, or number of cycles for cycle-sensitive.
hw.  Modification history, including a list and description on any modification approved and scheduled for retrofit.

hx. Installation history of traceable components, including removal and replacement history.
hy. Connector mate/demate logs.
Appendix E.  Recommended Materials Review Board (MRB) Process Elements and Controls
E.1 This Appendix provides recommended MRB process elements that may be used by Programs and Projects and flowed to their external suppliers.
hz.  Categories (e.g., Major, Minor, Level 1, Level II)
(1) Categories of Nonconformances.  Categories such as Minor or Major can be established and used to screen nonconformances to determine which meet the standard of significant per 6.3.1.b above.  This screening process can be used to apply a resolution path that bypasses the MRB process and adheres to alternative, documented processes.  Examples of criteria that may be used to categorize a nonconformance as not warranting MRB review are:

(a) The item or process can be returned to a condition that complies with the requirements (i.e., drawing, specification, or procedure) using a standard, documented approach.

(b) The item can be repaired using a standard process returning the item to a qualified condition.

(c) It can be readily determined, or has been previously established, that scrapping and replacing the item is acceptable with respect to both programmatic and technical risk.

ia.  Categories for MRB Dispositions.  Categories, such as Level I and Level II, may be used to describe the level of review, concurrence, approval, and reporting required by the program or project for different types of MRB dispositions depending on the remaining risk after MRB closure.
ib.  Review Board Membership.  While the number of persons assembled in a review board is not prescribed, it is important that expertise in and/or knowledge of the areas defined in 6.3.1.e is represented.  A failure to adequately understand the disposition path from these several perspectives heightens the likelihood of following a disposition path that, while driving down risk in one or two areas, increases risk to unacceptable levels in other areas.

ic.  Acquired and Delivered Review Board Records.  Records associated with nonconformance review board activities are an element of acceptance data packages and provide the program or project the ability to research and evaluate mission risks, product and material traceability, and final hardware configuration.  The following are data or record elements recommended for use in the Project QA Plan:

(1) Procurement or contract identification traceability.

(2) Initiator of the document.

(3) Dates of the initiation and of the closure.

(4) Identification of the document for traceability purposes.

(5) Unique item identifiers (e.g., part number, model name/number, serial number, design revision).

(6) Quantity of items involved.

(7) Number of occurrences.

(8) The place in the manufacturing process where the nonconformance was detected.

(9) A detailed description of the nonconformance.

(10) Identification of the affected specification, drawing or other document.

(11) Proximate cause(s).
(12) Root cause(s) when determined.
(13) Supporting evidence for determination of causes.
(14) The disposition (e.g., corrective action(s), rework, repair, use-as-is).
(15) Supporting rationale for the disposition.
(16) Identification of personnel responsible for making the disposition decision.
Appendix F.  Recommended Life-cycle Review (LCR) Criteria and Deliverables for Project Quality Assurance Programs
F.1 This Appendix provides recommended entrance and success criteria for the following types of reviews:

id.  Mission Concept Review (MCR) or Key Decision Point (KDP) A.
ie.  Systems Requirements Review (SRR) or KDP B.
if.  Preliminary and Critical Design Review (PDR or CDR).
ig.  Production Readiness Review (PRR).
ih.  KDP C.
ii.  Systems Integration Review (SIR) or KDP D.
ij. Operations Readiness Review (ORR), Launch Readiness Review (LRR), and KDP E.
F.2 NPR 7123.1 describes the life-cycle review (LCR) and KDP review processes and the Project Manager’s role in planning and executing those reviews.  The minimum QE and QA products are recommended below for delivery at LCRs or, otherwise, prior to milestone reviews to enhance the integration of the QE and QA requirements and processes herein with program or project planning and execution activities.  These products take the form of reports or other evidence of the status of Project QA program execution and of the rationale for risk-based decision making.  The report or deliverable maturity is expected to be commensurate with the associated point in the life cycle (i.e., initial, update, or final).
F.3 Mission Concept Review (MCR) or KDP A 

F.3.1 The following deliverables are recommended to demonstrate Project QA program and supply chain risk management process maturity at MCR or KDP A. 

ik.  Evidence of initial QE/QA strategy concepts including:
(1) A compliance matrix indicating the initial plans to align the project’s QA strategy with the requirements herein and alternative equivalent approaches that will be used to satisfy the requirements.

(2) An initial SMAP that contains or references the Project QA program plan.
(3) Explanation of the approach that will be used to identify critical items and processes or the initial critical items list (CIL).  

il.  The preliminary budget for establishing and executing the Project QA program that considers:

(1) Allocation for a QA program leadership function and other QE/QA staffing curves over the life cycle.
(2) Allocation for developing quality controls and assurance criteria for nonstandard designs and manufacturing processes.
(3) Allocation for characterizing and resolving quality gaps or quality risks for COTS and inherited items.
(4) Allocation for supply chain management including supplier audits and assessments and GCQA functions.

(5) Allocation for workmanship risk mitigation.

im.  An initial technology development and manufacturability plan that includes:

(1) Preliminary list of materials, parts, sub-systems or processes where analysis or test will be used to fully define the physical design specifications, quality controls, or QA criteria.

(2) Preliminary peer review plan for evaluating manufacturability risks for new designs.

(3) List of COTS or inherited components that are planned for use for critical applications that require quality risk characterization.
in.  A supply chain list cross-referenced to the mission hardware configuration, as it is known at that time for parts, subassemblies and components that will be manufactured or integrated in-house (by a NASA Center).

io.  Status of procurement commitments made to prime contractors through contractual or other Government acquisition mechanisms (e.g., Partnership Opportunity Document).

ip.  Status of procurement strategy decisions related to 48 CFR pts. 12 and 46, and 48 CFR, NFS 1846. 

iq.  Initial supplier audit and assessment plan.

ir.  The status of data, records, and CM including: 

(1) The initial architecture and status of implementation of the CM system.

(2) The initial hardware identifications.
(3) The initial concept for storing and managing project quality conformance, nonconformance, and traceability data.
is.  Identification and status of known manufacturability, supplier, and quality risks.
F.4 System Requirements Review (SRR) and KDP B Criteria

F.4.1 The following deliverables or objective evidence of accomplishments are recommended for review at SRR or, otherwise, prior to KDP B to demonstrate Project QA program and SCRM process maturity. 

it.  Evidence of QE/QA strategy maturity and implementation progress including:
(1) The project budget and schedule addresses the project’s QE and QA strategy over the entire project life cycle.
(2) Completed SMAP and compliance matrix with Center SMA TA concurrence.
iu.  Data and Records Management. The following processes and approaches are established and in use:

(1) The systems that will be used to control and store QA documents, data, and records are in place and are accessible by project QE and QA personnel.

(2) The system and hardware naming and marking schemes are known and flowed to suppliers.

iv.  The MCR criteria initially used to determine safety-critical and mission-critical items and processes is further defined or the CIL is maturing.

iw.  Materials, parts, and subassembly certification requirements are defined. 

ix.  Product acceptance requirements are defined.

iy.  QA implementation plans are delivered.
iz.  The status of processes that drive manufacturability and product conformance for new and non-standard designs and constructions including:

(1) A status of the technical analysis required to define verification methods for non-standard items or processes or to overcome flow-down obstacles related to product verification methods or processes.

(2) A status of ongoing process qualifications or plans to require process qualification.

(3) A status of the development and publication of specialized production procedures and work instructions. 
(4) The status of the development and use of specialty training for nonstandard processes.

ja. Technical specifications are being defined; engineering documentation completeness is progressing.
jb.  Design reviews are identifying and addressing manufacturability and availability risks.

jc.  Procurement processes are progressing including:

(1) Decisions are made regarding the use of clauses referenced in Acquisition of Commercial Items, 48 CFR § 12, Quality Assurance, 48 CFR § 46, and NFS 1846 for GCQA and product acceptance.

(2) The supply chain cross-reference to the mission hardware configuration is progressing.

(3) Supplier prescreening using GIDEP, NASA Advisories, and SAS is being completed. 

(4) QA surveillance plan(s) are in development.

(5) The supplier audit and assessment plan is in development.

(6) Suppliers’ compliance with the QMS requirements is characterized.

jd.  Initial plans are in development for use of PRRs.

je.  Identification and status of known manufacturability, supplier, and quality risks.
jf. The initial plans for self-evaluation of the project’s Project QA program health can be described.

F.5 Preliminary Design Review (PDR) and Critical Design Review (CDR) 
F.5.1 The following deliverables or objective evidence of accomplishments are recommended for review at PDR or CDR. 
jg.  Status of suppliers’ requests for waiver of QE or QA requirements.

jh.  Changes to the critical items and processes categorization approach.

ji.  Procurement status and related supplier assessments planned.

jj.  Status of COTS and heritage parts and components QE/QA risk mitigations.
jk.  Status of design development progress including:

(1) Critical attribute definitions for items and processes and engineering documentation maturity.

(2) Manufacturability assessments.

(3) Development of custom verification methods.

(4) Completeness of acceptance criteria.

(5) Status of plans to require or execute process qualifications.

jl.  Identification and status of known manufacturability, supplier, and quality risks including known supplier process changes.

F.6 Production Readiness Review (PRR)

F.6.1 In addition to the entrance and success criteria in NPR 7123.1 Table G-8, when PRRs are performed, the criteria in Table F-1 is recommended.

Table F-1 Additional Entrance and Success Criteria Applicable for PRRs

	Entrance Criteria
	Success Criteria

	3a.    Critical process controls and control limits are identified in procedures and production instructions.

10a.   Applicable Government mandatory inspections (GMIPs), pre-production, in-process, and post-production have been identified.
10b.   Schedules are identified for GMIPs.
13.    The contents of the acceptance data package (ADP) is agreed to by the acquirer and the supplier.

14.    The schedule is identified for review of the ADP and product acceptance.

15.    The schedule and logistics, including Government oversight of operations, are defined for transfers of items out of, and return to, the plant for processing or test in subcontractor or Government facilities prior to final acceptance.
	4a.   There is high confidence that there are sufficient manufacturing controls to eliminate the risk of installing latent defects.

13a.   Documentation and data systems are adequately prepared to capture conditions and results unique to the production run.

13b.  The produced item will have traceability to constituent material lots and the production run’s processes and conditions.




F.7 KDP C Criteria 

F.7.1 The following deliverables or objective evidence of accomplishments are recommended for review prior to KDP C. 

jm.  Updated QE/QA staffing plan that is traceable to hardware configuration, production and operations plan, and the supply chain.

jn.  The following approaches or plans are fully developed or sufficiently mature:

(1) Procurement approach.
(2) The approach for categorizing critical items and processes.

(3) Supplier audit and assessment plan. 
(4) PRR plans and implementation status and results.

(5) Status of supplier prescreening, including at sub-tier level as well emerging issues identified in GIDEPs and NASA Advisories.
(6) Manufacturing procedures including for special verification methods.
(7) QA surveillance plans including additions made for I&T operations.

(8) TRR plans.
jo.  The following analyses are maturing or complete:

(1) Supply chain cross-referenced to the mission hardware configuration.

(2) Supplier QMS compliance.

(3) COTS and inherited item QE or QA gaps.

(4) Use and status of process qualifications. 

jp. The following plans or processes are in implementation:

(1) CM plans and implementation status for engineering documentation.

(2) Supplier and quality risk monitoring via the GIDEPs and NASA Advisories systems. 
(3) Processes that achieve preservation of products.

(4) Counterfeit avoidance in procurements.

(5) Metrology and calibration.
(6) Materials, parts, and subassembly certifications.
(7) Nonconformance assessments by review boards.
(8) Self-assessment of conformance by the project with the quality requirements in the approved SMAP and adherence to established procedures.
jq.  Identification and status of known manufacturability, supplier, and quality risks including known supplier process changes.

F.8 Systems Integration Review (SIR) or KDP D Criteria

F.8.1 The following deliverables or objective evidence of accomplishments are recommended for review at the SIR or prior to KDP D. 
jr.  Updates have been made to the SMAP to address QE and QA planning for launch and initiation operations.

js.  Updates to the following items previously reviewed prior to KDP C and roll up of CDR reporting that occurred during Phase C include:

(1) Significant changes to the procurement approach and execution status.
(2) Significant changes to requirements flow-down or supplier waivers.

(3) Significant changes to critical item categorizations. 

(4) Supply chain list cross-referenced to the mission hardware configuration.

(5) Supplier audit and assessment plan and status.  

(6) PRR and TRR plan and implementation status. 

(7) Surveillance plan and implementation status including additions made for launch operations.

(8) Status of emerging issues identified in GIDEPs and NASA Advisories. 

(9) Configuration audit results.

jt.  Identification and status of known manufacturability, supplier, and quality risks including known supplier process changes.

ju.  Status and results for self-assessment of conformance by the program or project with the quality requirements in the approved SMAP and adherence to established procedures.

F.9 Operations Readiness Review (ORR), Launch Readiness Review (LRR) and KDP E Criteria

F.9.1 The following deliverables or objective evidence of accomplishments are recommended for review at the ORR, LRR or prior to KDP E. 
jv.  Completed quality requirements and surveillance plans for launch and operations initiation.

jw.  The hardware certification and configuration audit status.

jx.  Identification and status of known manufacturability, supplier, and quality risks including known supplier process changes.

jy. The overview of quality risks includes:

(1) Those related to interface controls and traceability to qualification status.
(2) Those related to supplier process or product changes.

jz.  A status and results report includes details on the self-assessment of conformance by the program or project with the quality requirements in the approved SMAP and adherence to established procedures.
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